CHIEF'S MESSAGE

This Protocol Manual is the ongoing product of changing laws, practices and procedures that are integral to providing guidance and direction to every member of this Department. Every 6 months, updates are included to incorporate the most contemporary Federal, State and Local standards and laws that range from critical incidents to reporting requirements. While this Protocol Manual is comprehensive, the foremost professional attribute must first include a standard of community service that embodies the tenets of the Law Enforcement Code of Ethics that embrace excellence in our personal and professional lives. Among the Codes are: honesty, integrity, self-restraint and being constantly mindful of the welfare of others.

The Manual provides every employee contemporary technical guidance on critical, but infrequent tasks, as well as offering less experienced employees the opportunity to study procedures related to tasks or events not yet encountered. Even veteran employees need to review this Manual to ensure that they are familiar with the most current procedures in an ever changing profession. Every employee is expected to review this Manual and, if further clarification is necessary, to discuss with their Supervisor.

The public safety profession is a noble and honorable calling that requires integrity, honesty, dedication, and a commitment to serve our campus communities. The contents of this Manual will assist you in making proper ethical decisions.

Sincerely,

Jon Arnold
Chief of Police

Coast Community College District /Director of Public Safety Golden West College
LAW ENFORCEMENT CODE OF ETHICS
As a law enforcement officer, my fundamental duty is to serve the community; to safeguard lives and property; to protect the innocent against deception, the weak against oppression or intimidation and the peaceful against violence or disorder; and to respect the constitutional rights of all to liberty, equality and justice.

I will keep my private life unsullied as an example to all and will behave in a manner that does not bring discredit to me or to my agency. I will maintain courageous calm in the face of danger, scorn or ridicule; develop self-restraint; and be constantly mindful of the welfare of others. Honest in thought and deed both in my personal and official life, I will be exemplary in obeying the law and the regulations of my department. Whatever I see or hear of a confidential nature or that is confided to me in my official capacity will be kept ever secret unless revelation is necessary in the performance of my duty.

I will never act officiously or permit personal feelings, prejudices, political beliefs, aspirations, animosities or friendships to influence my decisions. With no compromise for crime and with relentless prosecution of criminals, I will enforce the law courteously and appropriately without fear or favor, malice or ill will, never employing unnecessary force or violence and never accepting gratuities.

I recognize the badge of my office as a symbol of public faith, and I accept it as a public trust to be held so long as I am true to the ethics of police service. I will never engage in acts of corruption or bribery, nor will I condone such acts by other police officers. I will cooperate with all legally authorized agencies and their representatives in the pursuit of justice.

I know that I alone am responsible for my own standard of professional performance and will take every reasonable opportunity to enhance and improve my level of knowledge and competence.

I will constantly strive to achieve these objectives and ideals, dedicating myself before God to my chosen profession . . . law enforcement.
MISSION STATEMENT
The Mission of Coast Community College Police Department in combination with each college's Department of Public Safety is to enhance the quality of life, safety, and security of our campus communities. The Department accomplishes its mission through the delivery of a comprehensive and integrated safety and security program, in partnership with the other college departments.

The members of the Department of Public Safety reflect the diversity of our community. We pledge to deliver professional safety and security services that value and respect the rights and differences of all students, staff, faculty and members of the Department.

We are committed to the professional and personal development of all members of the Department of Public Safety, and in turn we expect all of our employees to be models of excellence. Ultimately, we strive each and every day to earn the trust, confidence, and respect of our campus community.
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Chapter 1 - Law Enforcement Role and Authority
Law Enforcement Authority

100.1 PURPOSE AND SCOPE
The purpose of this protocol is to affirm the authority of the members of the Coast Community College District Police Department to perform their functions based on established legal authority.

100.2 PUBLIC SAFETY OFFICER POWERS OF ARREST
Penal Code § 837 provides that a private person may arrest another:

(a) For a public offense committed or attempted in his or her presence;
(b) When the person arrested has committed a felony, although not in his or her presence;
(c) When a felony has been in fact committed, and he or she has reasonable cause for believing the person arrested has committed it.

Unlike peace officers, private persons may not make an arrest on suspicion that a felony has been committed - the felony must in fact have taken place.

The Arrest Authority of a District Public Safety Officer includes (Penal Code Sections 837 - 841)

(a) For a public offense (Misdemeanor or Felony) committed or attempted in their presence
(b) When the person arrested has committed a felony, although not in his or her presence;
(c) When a felony has been in fact committed, and he or she has reasonable cause for believing the person arrested has committed it.

100.3 PROTOCOL
It is the position of the Coast Community College District Police Department to limit its members to only exercise the authority granted to them by law.

While this department recognizes the power of peace officers to make arrests and take other enforcement action, public safety officers are encouraged to use sound discretion in the enforcement of the law. This department does not tolerate the abuse of law enforcement authority.

100.4 PEACE OFFICER POWERS
Sworn members of this department are authorized to exercise peace officer powers pursuant to applicable state law (Penal Code § 830.1 et seq.).

100.4.1 ARREST AUTHORITY INSIDE THE JURISDICTION OF THE COAST COMMUNITY COLLEGE DISTRICT POLICE DEPARTMENT
The arrest authority within the jurisdiction of the Coast Community College District Police Department includes (Penal Code § 830.1; Penal Code § 836):

(a) When the Police Officer has probable cause to believe the person has committed a felony, whether or not committed in the presence of the officer.
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(b) When the Police Officer has probable cause to believe the person has committed a misdemeanor in this jurisdiction and in the presence of the officer.

(c) When the Police Officer has probable cause to believe the person has committed a public offense outside this jurisdiction, in the presence of the officer and the officer reasonably believes there is an immediate danger to person or property, or of escape.

(d) When the Police Officer has probable cause to believe the person has committed a misdemeanor for which an arrest is authorized or required by statute even though the offense has not been committed in the in the presence of the officer such as certain domestic violence offenses.

(e) In compliance with an arrest warrant.

100.5 CONSTITUTIONAL REQUIREMENTS
All members shall observe and comply with every person's clearly established rights under the United States and California Constitutions.
Chief Executive Officer

101.1 PURPOSE AND SCOPE
The California Commission on Peace Officer Standards and Training (POST) has mandated that all sworn officers and dispatchers employed within the State of California shall receive certification by POST within prescribed time periods.

101.1.1 CHIEF EXECUTIVE OFFICER REQUIREMENTS
Any chief executive officer of this department appointed after January 1, 1999, shall, as a condition of continued employment, complete the course of training prescribed by POST and obtain the Basic Certificate by POST within two years of appointment (Penal Code § 832.4).
Oath of Office

102.1 PURPOSE AND SCOPE
The purpose of this procedure is to ensure that oaths, when appropriate, are administered to sworn police officers.

102.2 PROCEDURE
It is the procedure of the Coast Community College District Police Department that, when appropriate, department members affirm the oath of their office as an expression of commitment to the constitutional rights of those served by the Department and the dedication of its members to their duties.

102.3 OATH OF OFFICE
All department members, when appropriate, shall take and subscribe to the oaths or affirmations applicable to their positions. All sworn members shall be required to affirm the oath of office expressing commitment and intent to respect constitutional rights in discharging the duties of a law enforcement officer (Cal. Const. Art. 20, § 3; Government Code § 3102). The oath shall be as follows:

“I, (employee name), do solemnly swear (or affirm) that I will support and defend the Constitution of the United States and the Constitution of the State of California against all enemies, foreign and domestic; that I will bear true faith and allegiance to the Constitution of the United States and the Constitution of the State of California; that I take this obligation freely, without any mental reservation or purpose of evasion; and that I will well and faithfully discharge the duties upon which I am about to enter.”

102.4 MAINTENANCE OF RECORDS
The oath of office shall be filed as prescribed by law (Government Code § 3105).
Protocol Manual

103.1 PURPOSE AND SCOPE
The manual of the Coast Community College District Police Department is hereby established and shall be referred to as the Protocols Manual or the manual. The manual is a statement of the current protocols, rules and guidelines of this department. All members are to conform to the provisions of this manual.

All prior and existing manuals, orders and regulations that are in conflict with this manual are rescinded, except to the extent that portions of existing manuals, procedures, orders and other regulations that have not been included herein shall remain in effect, provided that they do not conflict with the provisions of this manual.

103.2 PROTOCOL
Except where otherwise expressly stated, the provisions of this manual shall be considered as guidelines. It is recognized that the work of Public Safety and law enforcement is not always predictable and circumstances may arise which warrant departure from these guidelines. It is the intent of this manual to be viewed from an objective standard, taking into consideration the sound discretion entrusted to members of this department under the circumstances reasonably available at the time of any incident.

103.2.1 DISCLAIMER
The provisions contained in the Protocols Manual are not intended to create an employment contract nor any employment rights or entitlements. The protocols contained within this manual are for the internal use of the Coast Community College District Police Department and shall not be construed to create a higher standard or duty of care for civil or criminal liability against the Community College District, its officials or members. Violations of any provision of any procedure contained within this manual shall only form the basis for department administrative action, training or discipline. The Coast Community College District Police Department reserves the right to revise any protocol content, in whole or in part.

103.3 AUTHORITY
The Board of Trustees, the Chancellor or the Vice Chancellor of Finance and Administrative Services through the Chief of Police shall be considered the ultimate authority for the content and adoption of the provisions of this manual and shall ensure compliance with all applicable federal, state and local laws. The Chief of Police or the authorized designee is authorized to issue Memos, which shall modify those provisions of the manual to which they pertain. Memos shall remain in effect until such time as they may be permanently incorporated into the manual.

103.4 DEFINITIONS
The following words and terms shall have these assigned meanings throughout the Protocols Manual, unless it is apparent from the content that they have a different meaning:
Adult - Any person 18 years of age or older.

CCR - California Code of Regulations (Example: 15 CCR 1151).

CHP - The California Highway Patrol.


Community College District - The Community College District of Coast Community College District.

Civilian - Employees and volunteers who are not sworn peace officers.

Department/CCCPD - The Coast Community College District Police Department.

DMV - The Department of Motor Vehicles.

Employee - Any person employed by the Department.

Juvenile - Any person under the age of 18 years.


May - Indicates a permissive, discretionary or conditional action.

Member - Any person employed or appointed by the Coast Community College District Police Department, including:

- Full- and part-time employees
- Sworn peace officers
- Reserve, auxiliary public safety officers
- Civilian employees
- Volunteers.

Public Safety Officer - Those employees, regardless of rank, who are civilian Public Safety officers of the Coast Community College District Police Department.

On-duty - A member’s status during the period when he/she is actually engaged in the performance of his/her assigned duties.

Order - A written or verbal instruction issued by a superior.

POST - The California Commission on Peace Officer Standards and Training.

Rank - The title of the classification held by a public safety officer.

Shall or will - Indicates a mandatory action.

Should - Indicates a generally required or expected action, absent a rational basis for failing to conform.

Supervisor - A person in a position of authority that may include responsibility for hiring, transfer, suspension, promotion, discharge, assignment, reward or discipline of other department
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members, directing the work of other members or having the authority to adjust grievances. The supervisory exercise of authority may not be merely routine or clerical in nature but requires the use of independent judgment.

The term "supervisor" may also include any person (e.g., public safety officer-in-charge, lead or senior worker) given responsibility for the direction of the work of others without regard to a formal job title, rank or compensation.

When there is only one department member on-duty, that person may also be the supervisor, except when circumstances reasonably require the notification or involvement of the member's off-duty supervisor or an on-call supervisor.

**USC** - United States Code.

**103.5 ISSUING THE PROTOCOLS MANUAL**

An electronic version of the Protocols Manual will be made available to all members on the department network for viewing and printing. No changes shall be made to the manual without authorization from the Chief of Police or the authorized designee.

Each member shall acknowledge that he/she has been provided access to, and has had the opportunity to review the Protocols Manual and Memos. Members shall seek clarification as needed from an appropriate supervisor for any provisions that they do not fully understand.

**103.6 PERIODIC REVIEW OF THE PROTOCOLS MANUAL**

The Chief of Police will ensure that the Protocols Manual is periodically reviewed and updated as necessary.

**103.7 REVISIONS TO PROTOCOLS**

All revisions to the Protocols Manual will be provided to each member on or before the date the procedure becomes effective. Each member will be required to acknowledge that he/she has reviewed the revisions and shall seek clarification from an appropriate supervisor as needed.

Members are responsible for keeping abreast of all Procedures Manual revisions.

Each Director of Public Safety will ensure that members under his/her command are aware of any Protocols Manual revision.

All department members suggesting revision of the contents of the Protocols Manual shall forward their written suggestions to their immediate supervisor, who will consider the recommendations and forward them to the Public Safety Operations Group as appropriate.
Chapter 2 - Organization and Administration
Organizational Structure and Responsibility

200.1 PURPOSE AND SCOPE
The organizational structure of this department is designed to create an efficient means to accomplish our mission and goals and to provide for the best possible service to the campus community.

200.2 DIVISIONS
The Chief of Police is responsible for administering and managing the Coast Community College District Police Department. There are three colleges within the District. Each college is managed by a Director of Public Safety who reports directly to the appropriate Vice President of Administrative Services:

- Golden West College
- Orange Coast College
- Coastline College

200.3 COMMAND PROTOCOL

200.3.1 SUCCESSION OF COMMAND
The Chief of Police exercises command over all sworn personnel in the Department. During planned absences the Chief of Police will designate a sworn manager or Director of Public Safety to serve as the acting Chief of Police.

Except when designated as above, the order of command authority in the absence or unavailability of the Chief of Police is as follows:

(a) Director of Public Safety
(b) Public Safety Supervisor

200.3.2 UNITY OF COMMAND
The principles of unity of command ensure efficient supervision and control within the Department. Generally, each employee shall be accountable to one supervisor at any time for a given assignment or responsibility.

200.3.3 ORDERS
Members shall respond to and make a good faith and reasonable effort to comply with the lawful order of superior officers and other proper authority.
Memos

201.1 PURPOSE AND SCOPE
Memos establish an interdepartmental communication that may be used by the Chief of Police to make immediate changes to policy and procedure consistent with the current Memorandum of Understanding and as permitted by Government Code § 3500 et seq. Memos will immediately modify or change and supersede sections of this manual to which they pertain.

201.1.1 MEMO PROTOCOL
Memos will be incorporated into the manual as required upon approval of Staff. Memos will modify existing policies or create a new policy as appropriate and will be rescinded upon incorporation into the manual.

All existing Memos have now been incorporated in the updated Policy Manual as of the below revision date.

Any Memos issued after publication of the manual shall be numbered consecutively starting with the last two digits of the year, followed by the number 01. For example, 12-01 signifies the first Memo for the year 2012.

201.2 RESPONSIBILITIES

201.2.1 CHIEF OF POLICE
The Chief of Police shall issue all Memos applicable to all District Police Department members. Each College Public Safety Director may issue any memos or other written directives to the applicable department members.

201.3 ACCEPTANCE OF MEMOS
All employees are required to read and obtain any necessary clarification of all Memos. All employees are required to acknowledge in writing the receipt and review of any new Memo. Signed acknowledgement forms and/or e-mail receipts showing an employee’s acknowledgement will be maintained.
Emergency Management Plan

202.1 PURPOSE AND SCOPE
The Community College District has prepared an Emergency Management Plan for use by all employees in the event of a major disaster or other emergency event. The plan provides for a strategic response by all employees and assigns specific responsibilities in the event that the plan is activated (Government Code § 8610).

202.2 ACTIVATING THE EMERGENCY PLAN
The Emergency Management Plan can be activated on the order of the official designated by local ordinance.

202.2.1 RECALL OF PERSONNEL
In the event that the Emergency Management Plan is activated, all employees of the Coast Community College District Police Department are subject to immediate recall. Employees may also be subject to recall during extraordinary circumstances as deemed necessary by the Chief of Police or the authorized designee.

Failure to promptly respond to an order to report for duty may result in discipline.

202.3 LOCATION OF THE PLAN
The Emergency Management Plan is available in Director of Public Safety / Chief of Police and the N/A's office. All supervisors should familiarize themselves with the Emergency Management Plan. The Director of Public Safety / Chief of Police supervisor should ensure that department personnel are familiar with the roles police personnel will play when the plan is implemented.

202.4 UPDATING OF MANUALS
The Chief of Police or designee shall review the Emergency Management Plan Manual at least once every two years to ensure that the manual conforms to any revisions made by the National Incident Management System (NIMS) and the Standardized Emergency Management System (SEMS) and should appropriately address any needed revisions.
Training Procedures

203.1 PURPOSE AND SCOPE
It is the position of this department to administer a training program that will provide for the professional growth and continued development of its personnel. By doing so, the Department will ensure its personnel possess the knowledge and skills necessary to provide a professional level of service that meets the needs of the community.

203.2 PHILOSOPHY
The Department seeks to provide ongoing training and encourages all personnel to participate in advanced training and formal education on a continual basis. Training is provided within the confines of funding, requirements of a given assignment, staffing levels, and legal mandates. Whenever possible, the Department will use courses certified by the California Commission on Peace Officer Standards and Training (POST).

203.3 OBJECTIVES
The objectives of the Training Program are to:

(a) Enhance the level of public safety and law enforcement service to the campus community
(b) Increase the technical expertise and overall effectiveness of our personnel
(c) Provide for continued professional development of department personnel

203.4 TRAINING PROCEDURES
(a) All employees assigned to attend training shall attend as scheduled unless previously excused by their immediate supervisor.

203.5 DAILY TRAINING BULLETINS
The Lexipol Daily Training Bulletins (DTBs) is a web-accessed system that provides training on the Coast Community College District Police Department Policy Manual and other important topics. Generally, one training bulletin is available for each day of the month. However, the number of DTBs may be adjusted by the Chief of Police.

Personnel assigned to participate in DTBs should only use the password and login name assigned to them by the N/A. Personnel should not share their password with others and should frequently change their password to protect the security of the system. After each session, employees should log off the system to prevent unauthorized access. The content of the DTBs is copyrighted material and shall not be shared with others outside of the Department.

Employees who are assigned to participate in the DTB program should complete each DTB at the beginning of their shift or as otherwise directed by their supervisor. Employees should not allow uncompleted DTBs to build up over time. Personnel may be required to complete DTBs missed...
during extended absences (e.g., vacation, medical leave) upon returning to duty. Although the DTB system can be accessed from any Internet active computer, employees shall only take DTBs as part of their on-duty assignment unless directed otherwise by a supervisor.

Supervisors will be responsible for monitoring the progress of personnel under their command to ensure compliance with this policy.
Electronic Mail

204.1 PURPOSE AND SCOPE
The purpose of this protocol is to establish guidelines for the proper use and application of the Department's electronic mail (email) system by employees of this department. Email is a communication tool available to employees to enhance efficiency in the performance of job duties and is to be used in accordance with generally accepted business practices and current law (e.g., California Public Records Act). Messages transmitted over the email system must only be those that involve official business activities or contain information essential to employees for the accomplishment of business-related tasks and/or communication directly related to the business, administration, or practices of the Department.

204.2 EMAIL RIGHT OF PRIVACY
All email messages, including any attachments, that are transmitted over department networks are considered department records and therefore are department property. The Department reserves the right to access, audit or disclose, for any lawful reason, any message including any attachment that is transmitted over its email system or that is stored on any department system.

The email system is not a confidential system since all communications transmitted on, to or from the system are the property of the Department. Therefore, the email system is not appropriate for confidential communications. If a communication must be private, an alternative method to communicate the message should be used instead of email. Employees using the Department's email system shall have no expectation of privacy concerning communications utilizing the system.

Employees should not use personal accounts to exchange email or other information that is related to the official business of the Department.

204.3 PROHIBITED USE OF EMAIL
Sending derogatory, defamatory, obscene, disrespectful, sexually suggestive and harassing or any other inappropriate messages on the email system is prohibited and may result in discipline.

Email messages addressed to the entire department are only to be used for official business related items that are of particular interest to all users and must be approved by the Chief of Police or a Director of Public Safety. Personal advertisements are not acceptable.

It is a violation of this policy to transmit a message under another user’s name. Users are strongly encouraged to log off the network when their computer is unattended. This added security measure would minimize the misuse of an individual’s email, name and/or password by others.

All Public Safety members must comply with Board Policy 3901 and AP 3901 Electronic Information Security.
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204.4 EMAIL RECORD MANAGEMENT
Email may, depending upon the individual content, be a public record under the California Public Records Act and must be managed in accordance with the established records retention schedule and in compliance with state law.

The Custodian of Records shall ensure that email messages are retained and recoverable as outlined in the Records Maintenance and Release Policy.
Administrative Communications

205.1 PURPOSE AND SCOPE
Administrative communications of this department are governed by the following policies.

205.2 N/A
N/A may be issued periodically by the Chief of Police to announce and document all promotions, transfers, hiring of new personnel, separations, personnel and group commendations, or other changes in status.

205.3 CORRESPONDENCE
In order to ensure that the letterhead and name of the Department are not misused, all external correspondence shall be on Department letterhead. All Department letterhead shall bear the signature element of the Chief of Police. Personnel should use Department letterhead only for official business and with approval of their supervisor.

205.4 SURVEYS
All surveys made in the name of the Department shall be authorized by the Chief of Police or a Director of Public Safety.
Staffing Levels

206.1 PURPOSE AND SCOPE
The purpose of this protocol is to ensure that proper supervision is available for all shifts. The Department intends to balance the employee’s needs against the need to have flexibility and discretion in using personnel to meet operational needs. While balance is desirable, the paramount concern is the need to meet operational requirements of the Department.

206.2 MINIMUM STAFFING LEVELS
Minimum staffing levels should result in the scheduling of at least two regular Public Safety Officers on duty whenever possible except for Graveyard shift and during holidays.
Chapter 3 - General Operations
Use of Force

300.1 PURPOSE AND SCOPE
This protocol provides guidelines on the reasonable use of force. While there is no way to specify the exact amount or type of reasonable force to be applied in any situation, every member of this department is expected to use these guidelines to make such decisions in a professional, impartial and reasonable manner.

300.1.1 DEFINITIONS
Definitions related to this protocol include:

Deadly force - Force reasonably anticipated and intended to create a substantial likelihood of causing death or very serious injury.

Force - The application of physical techniques or tactics, chemical agents or weapons to another person. It is not a use of force when a person allows him/herself to be searched, escorted, handcuffed or restrained.

300.2 PROTOCOL
The use of force by law enforcement personnel is a matter of critical concern, both to the public and to the law enforcement community. Public Safety Officers are involved on a daily basis in numerous and varied interactions and, when warranted, may use reasonable force in carrying out their duties.

Public Safety Officers must have an understanding of, and true appreciation for, their authority and limitations. This is especially true with respect to overcoming resistance while engaged in the performance of their public safety duties.

The Department recognizes and respects the value of all human life and dignity without prejudice to anyone. Vesting public safety officers with the authority to use reasonable force and to protect the public welfare requires monitoring, evaluation and a careful balancing of all interests.

300.2.1 DUTY TO INTERCEDE
Any public safety officer present and observing another public safety officer using force that is clearly beyond that which is objectively reasonable under the circumstances shall, when in a position to do so, intercede to prevent the use of unreasonable force. A public safety officer who observes another employee use force that exceeds the degree of force permitted by law should promptly report these observations to a supervisor.

300.3 USE OF FORCE
Public Safety Officers shall use only that amount of force that reasonably appears necessary given the facts and circumstances perceived by the public safety officer at the time of the event to accomplish a legitimate law enforcement purpose.

The reasonableness of force will be judged from the perspective of a reasonable public safety officer on the scene at the time of the incident. Any evaluation of reasonableness must allow for the
fact that public safety officers are often forced to make split-second decisions about the amount
of force that reasonably appears necessary in a particular situation, with limited information and
in circumstances that are tense, uncertain and rapidly evolving.

Given that no protocol can realistically predict every possible situation a public safety officer might
encounter, public safety officers are entrusted to use well-reasoned discretion in determining the
appropriate use of force in each incident.

It is also recognized that circumstances may arise in which public safety officers reasonably
believe that it would be impractical or ineffective to use any of the tools or methods provided
by the Department. Public Safety Officers may find it more effective or reasonable to improvise
their response to rapidly unfolding conditions that they are confronting. In such circumstances,
the use of any improvised device or method must nonetheless be reasonable and utilized only
when there is a immediate threat of harm to the officer(s) or others present. These efforts must
only be utilized to the degree that reasonably appears necessary to accomplish a legitimate law
enforcement purpose.

While the ultimate objective of every public safety or law enforcement encounter is to avoid
or minimize injury, nothing in this protocol requires a public safety officer to be exposed
to possible physical injury before applying reasonable force. If the circumstances allow and
would not exacerbate the situation nor jeopardize the safety of anyone present including the
officer(s), retreating from the subject may be a viable alternative.

300.3.1 USE OF FORCE TO EFFECT AN ARREST
Any peace officer may use reasonable force to effect an arrest, to prevent escape or to overcome
resistance. A peace officer who makes or attempts to make an arrest need not retreat or desist
from his/her efforts by reason of resistance or threatened resistance on the part of the person
being arrested; nor shall a public safety officer be deemed the aggressor or lose his/her right to
self-defense by the use of reasonable force to effect the arrest, prevent escape or to overcome
resistance (Penal Code § 835a).

A Public Safety Officer may use reasonable force to effect an arrest, to prevent escape or to
overcome resistance. The person arrested may be subjected to such restraint as is reasonable
for their arrest and detention. (Penal Code Section 835).

300.3.2 FACTORS USED TO DETERMINE THE REASONABLENESS OF FORCE
When determining whether to apply force and evaluating whether a public safety officer has
used reasonable force, a number of factors should be taken into consideration, as time and
circumstances permit. These factors include, but are not limited to:

   (a)  Immediacy and severity of the threat to public safety officers or others.

   (b)  The conduct of the individual being confronted, as reasonably perceived by the public
        safety officer at the time.
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(c) Public Safety Officer/subject factors (age, size, relative strength, skill level, injuries sustained, level of exhaustion or fatigue, the number of public safety officers available vs. subjects).
(d) The effects of drugs or alcohol.
(e) Subject’s mental state or capacity.
(f) Proximity of weapons or dangerous improvised devices.
(g) The degree to which the subject has been effectively restrained and his/her ability to resist despite being restrained.
(h) The availability of other options and their possible effectiveness.
(i) Seriousness of the suspected offense or reason for contact with the individual.
(j) Training and experience of the public safety officer.
(k) Potential for injury to public safety officers, suspects and others.
(l) Whether the person appears to be resisting, attempting to evade arrest by flight or is attacking the public safety officer.
(m) The risk and reasonably foreseeable consequences of escape.
(n) The apparent need for immediate control of the subject or a prompt resolution of the situation.
(o) Whether the conduct of the individual being confronted no longer reasonably appears to pose an imminent threat to the public safety officer or others.
(p) Prior contacts with the subject or awareness of any propensity for violence.
(q) Any other exigent circumstances.

300.3.3 PAIN COMPLIANCE TECHNIQUES
Pain compliance techniques may be effective in controlling a physically or actively resisting individual. Public Safety Officers may only apply those pain compliance techniques for which they have successfully completed department-approved training. Public Safety Officers utilizing any pain compliance technique should consider:

(a) The degree to which the application of the technique may be controlled given the level of resistance.
(b) Whether the person can comply with the direction or orders of the public safety officer.
(c) Whether the person has been given sufficient opportunity to comply.

The application of any pain compliance technique shall be discontinued once the public safety officer determines that compliance has been achieved.

300.4 DEADLY FORCE APPLICATIONS
This Section shall only apply to Peace Officers and not Public Safety Officers.

Use of deadly force is justified in the following circumstances:
(a) A public safety officer may use deadly force to protect him/herself or others from what he/she reasonably believes would be an imminent threat of death or serious bodily injury.

(b) A public safety officer may use deadly force to stop a fleeing subject when the public safety officer has probable cause to believe that the person has committed, or intends to commit, a felony involving the infliction or threatened infliction of serious bodily injury or death, and the public safety officer reasonably believes that there is an imminent risk of serious bodily injury or death to any other person if the subject is not immediately apprehended. Under such circumstances, a verbal warning should precede the use of deadly force, where feasible. Imminent does not mean immediate or instantaneous. An imminent danger may exist even if the suspect is not at that very moment pointing a weapon at someone. For example, an imminent danger may exist if a public safety officer reasonably believes any of the following:

1. The person has a weapon or is attempting to access one and it is reasonable to believe the person intends to use it against the public safety officer or another.

2. The person is capable of causing serious bodily injury or death without a weapon and it is reasonable to believe the person intends to do so.

300.5 REPORTING THE USE OF FORCE

Any use of force by a member of this department shall be documented promptly, completely and accurately in an appropriate report, depending on the nature of the incident. The public safety officer should articulate the factors perceived and why he/she believed the use of force was reasonable under the circumstances. To collect data for purposes of training, resource allocation, analysis and related purposes, the Department may require the completion of additional report forms, as specified in department this manual or as required by law.

300.5.1 NOTIFICATION TO SUPERVISORS

Supervisory notification shall be made immediately by officers or other Public Safety staff to allow the supervisor to respond to the incident location. If a supervisor is unable to respond, they will be notified immediately and briefed on the situation. Notification to supervision will be mandatory following the application of force in any of the following circumstances:

(a) The application caused a visible injury.

(b) The application would lead a reasonable public safety officer to conclude that the individual may have experienced more than momentary discomfort.

(c) The individual subjected to the force complained of injury or continuing pain.

(d) The individual indicates intent to pursue litigation.

(e) Any application of any physical restraint or control hold.

(f) Any application of handcuffs.

(g) The individual subjected to the force was rendered unconscious.

(h) An individual was struck or kicked.
(i) An individual alleges any of the above has occurred.

300.6 MEDICAL CONSIDERATION
Prior to booking or release, medical assistance shall be obtained for any person who exhibits signs of physical distress, who has sustained visible injury, expresses a complaint of injury or continuing pain, or who was rendered unconscious. Any individual exhibiting signs of physical distress after an encounter should be continuously monitored until he/she can be medically assessed.

Based upon the public safety officer’s initial assessment of the nature and extent of the subject’s injuries, medical assistance may consist of examination by fire personnel, paramedics, hospital staff or medical staff at the jail. If any such individual refuses medical attention, such a refusal shall be fully documented in related reports and, whenever practicable, should be witnessed by another public safety officer and/or medical personnel. If a recording is made of the contact or an interview with the individual, any refusal should be included in the recording, if possible.

The on-scene supervisor or, if the on-scene supervisor is not available, the primary handling public safety officer shall ensure that any person providing medical care or receiving custody of a person following any use of force is informed that the person was subjected to force. This notification shall include a description of the force used and any other circumstances the public safety officer reasonably believes would be potential safety or medical risks to the subject (e.g., prolonged struggle, extreme agitation, impaired respiration).

Persons who exhibit extreme agitation, violent irrational behavior accompanied by profuse sweating, extraordinary strength beyond their physical characteristics and imperviousness to pain (sometimes called “excited delirium”), or who require a protracted physical encounter with multiple public safety officers to be brought under control, may be at an increased risk of sudden death. Calls involving these persons should be considered medical emergencies. Public Safety Officers who reasonably suspect a medical emergency should request medical assistance as soon as practicable and have medical personnel stage away if appropriate.

300.7 SUPERVISOR RESPONSIBILITY
When a supervisor is able to respond to an incident in which there has been a reported application of force, the supervisor is expected to:

(a) Obtain the basic facts from the involved public safety officers. Absent an allegation of misconduct or excessive force, this will be considered a routine contact in the normal course of duties.

(b) Ensure that any injured parties are examined and treated.

(c) When possible, separately obtain an interview with the subject upon whom force was applied.

(d) Once any initial medical assessment has been completed or first aid has been rendered, ensure that photographs have been taken of any areas involving visible injury or complaint of pain, as well as overall photographs of uninjured areas. These photographs should be retained until all potential for civil litigation has expired.
(e) Identify any witnesses not already included in related reports.

(f) Review and approve all related reports.

(g) Determine if there is any indication that the subject may pursue civil litigation.

1. If there is an indication of potential civil litigation, the supervisor should complete and route a notification of a potential claim through the appropriate channels.

(h) Evaluate the circumstances surrounding the incident and initiate an administrative investigation if there is a question of protocol non-compliance or if for any reason further investigation may be appropriate.

(i) Prepare a summary report for review by the College Vice President of Administrative Services.

In the event that a supervisor is unable to respond to the scene of an incident involving the reported application of force, the supervisor is still expected to complete as many of the above items as circumstances permit.

300.8 TRAINING
Public Safety Officers will receive periodic training on this protocol and demonstrate their knowledge and understanding.

300.9 USE OF FORCE ANALYSIS
At least annually, the Director of Public Safety should prepare an analysis report on use of force incidents. The report should be submitted to the Chief of Police. The report should not contain the names of public safety officers, suspects or case numbers, and should include:

(a) The identification of any trends in the use of force by members.

(b) Training needs recommendations.

(c) Equipment needs recommendations.

(d) Protocol revision recommendations.
Handcuffing and Restraints

301.1 PROTOCOL
The Coast Community College District Police Department authorizes the use of proper physical compliance holds and handcuffs in accordance with this protocol, the Use of Force Protocol and department training. Restraint holds shall not be used to punish, to display authority or as a show of force.

301.2 APPLICATION OF HANDCUFFS
Handcuffs may be used to restrain a person’s hands to ensure officer safety. Handcuffs shall only be placed on an individual when circumstances require they be physically restrained due to violent behavior that they may pose to themselves, officers or others present. Absent these circumstances, subjects may only be handcuffed when they are actually placed under arrest for a violation of law.

Although recommended for most arrest situations, handcuffing is discretionary and not an absolute requirement of the Department. Public Safety Officers should consider handcuffing any person they reasonably believe warrants that degree of restraint. However, public safety officers should not conclude that in order to avoid risk every person should be handcuffed, regardless of the circumstances.

In most situations handcuffs should be applied with the hands behind the person’s back. When feasible, handcuffs should be double-locked to prevent tightening, which may cause undue discomfort or injury to the hands or wrists.

In situations where one pair of handcuffs does not appear sufficient to restrain the individual or may cause unreasonable discomfort due to the person’s size, public safety officers should consider alternatives, such as using an additional set of handcuffs.

Handcuffs should be removed as soon as it is reasonable or after the person has been taken into custody by local law enforcement.

301.3 REQUIRED DOCUMENTATION
If an individual is restrained and released without an arrest, the public safety officer shall document the details of the detention and the need for handcuffs.

If an individual is arrested, the use of handcuffs shall be documented in the related report. The public safety officer should include, as appropriate:

(a) The amount of time the suspect was restrained.
(b) How the suspect was transported and the position of the suspect.
(c) Observations of the suspect’s behavior and any signs of physiological problems.
(d) Any known or suspected drug use or other medical problems.
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Control Devices and Techniques

302.1  PROTOCOL

In order to control subjects who are violent or who demonstrate the intent to be violent, the Coast Community College District Police Department authorizes public safety officers to use proper control holds and handcuffs in accordance with the guidelines in this protocol and the Use of Force Protocol.

302.2  ISSUING, CARRYING AND USING CONTROL DEVICES

Control devices described in this protocol may be carried and used by members of this department only if the device has been issued by the Department or approved by the Chief of Police or the authorized designee.

Only public safety officers who have successfully completed department-approved training in the use of any control device are authorized to carry and use the device.

Control devices may be used when a decision has been made to control, restrain or arrest a subject who is violent or who demonstrates the intent to be violent, and the use of the device appears reasonable under the circumstances. When reasonable, a verbal warning and opportunity to comply should precede the use of these devices.

When using control devices, public safety officers should carefully consider potential impact areas in order to minimize injuries and unintentional targets.

302.3  OLEORESIN CAPSICUM (OC) GUIDELINES

As with other control devices, oleoresin capsicum (OC) spray may be considered for use to bring under control an individual or groups of individuals who are engaging in, or are about to engage in violent behavior. OC spray should not, however, be used against individuals or groups who merely fail to disperse or do not reasonably appear to present a risk to the safety of officers or the public.

302.3.1  OC SPRAY

Uniformed personnel carrying OC spray shall carry the device in its holster on the equipment belt.

302.3.2  TREATMENT FOR OC SPRAY EXPOSURE

Persons who have been sprayed with or otherwise affected by the use of OC should be promptly provided with clean water to cleanse the affected areas. Those persons who complain of further severe effects shall be examined by appropriate medical personnel.

302.4  POST-APPLICATION NOTICE

Whenever OC has been introduced into a building interior, vehicle or other enclosed area, public safety officers should provide the occupants with notice of the possible presence of residue that could result in irritation or injury if the area is not properly cleaned.
302.5 TRAINING FOR CONTROL DEVICES
The Public Safety Director shall ensure that all personnel who are authorized to carry a control device have been properly trained and certified to carry the specific control device and are retrained or re-certified as necessary. Training on Arrest Control Techniques will be provided periodically during the biannual Public Safety Officer training sessions.

(a) Proficiency training shall be monitored and documented by a certified, control-device weapons or tactics instructor.
(b) All training and proficiency for control devices will be documented in the public safety officer’s training file.
(c) Public Safety Officers who fail to demonstrate proficiency with the control device or knowledge of this agency’s Use of Force Protocol will be provided remedial training. If a public safety officer cannot demonstrate proficiency with a control device or knowledge of this agency’s Use of Force Protocol after remedial training, the public safety officer will be restricted from carrying the control device and may be subject to discipline.

302.6 REPORTING USE OF CONTROL DEVICES AND TECHNIQUES
Any application of a control device or technique listed in this protocol shall be documented in the related incident report and reported pursuant to the Use of Force Protocol. The college Director of Public Safety shall be immediately notified of the application of OC Spray.
Public Safety Officer Response to Calls

303.1 PURPOSE AND SCOPE
This protocol provides for the safe and appropriate response to emergency and non-emergency situations whether dispatched or self-initiated.

303.2 REQUESTING EMERGENCY ASSISTANCE
Requests for emergency assistance should be limited to those situations where the involved personnel reasonably believe that there is an immediate threat to the safety of public safety officers, or assistance is needed to prevent imminent serious harm to a citizen. In any event, where a situation has stabilized and emergency response is not required, the requesting public safety officer shall immediately notify Dispatch.

If circumstances permit, the requesting public safety officer should give the following information:

- The unit number
- The location
- The reason for the request and type of emergency
- The number of units required

303.3 RESPONSIBILITIES OF RESPONDING PUBLIC SAFETY OFFICERS
Public Safety Officers shall exercise sound judgment and care with due regard for life and property when responding to an emergency call. Public Safety Officers Officers should activate the overhead lightbar to indicate to others that they are responding to an emergency. Officers should travel at a reasonable and safe speed while on campus due to the volume of pedestrian traffic who may not see their patrol vehicle. The use of the air horn or siren should only be used on extreme situations.
Search and Seizure

304.1 PURPOSE AND SCOPE
Both the federal and state Constitutions provide every individual with the right to be free from unreasonable searches and seizures. This protocol provides general guidelines for Coast Community College District Police Department personnel to consider when dealing with search and seizure issues.

304.2 PROCEDURE
It is the position of the Coast Community College District Police Department to respect the fundamental privacy rights of individuals. Members of this department will conduct searches in strict observance of the constitutional rights of persons being searched. All seizures by this department will comply with relevant federal and state law governing the seizure of persons and property.

The Department will provide relevant and current training to public safety officers as guidance for the application of current law, local community standards and prosecutorial considerations regarding specific search and seizure situations, as appropriate.

304.3 SEARCHES
The U.S. Constitution generally provides that a valid warrant is required in order for a search to be valid. This generally applied to the search of a home or structure. There are, however, several exceptions that permit a warrantless search.

Examples of law enforcement activities that are exceptions to the general warrant requirement include, but are not limited to, searches pursuant to the following:

- Valid consent
- Incident to a lawful arrest
- Legitimate community caretaking interests
- Vehicle searches under certain circumstances
- Exigent circumstances

Certain other activities are recognized by federal and state courts and by certain statutes as legitimate law enforcement activities that also do not require a warrant. Such activities may include seizure and examination of abandoned property, and observations of activities and property located on open public areas.

Because case law regarding search and seizure is constantly changing and subject to interpretation by the courts, each member of this department is expected to act in each situation according to current training and his/her familiarity with clearly established rights as determined
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by case law. Searches of individuals should be only performed when the circumstances require this action. Considerations should include:

(a) Concern for the safety of the officer or of others.
(b) Suspicion the subject is armed and/or dangerous.
(c) Suspicion the subject is about to commit a crime where a weapon is commonly used.
(d) Officer is alone and backup has not arrived or not available.
(e) Number of suspects and their physical size.
(f) Behavior, emotional state, and level of cooperation of subject(s).
(g) Subject provided evasive answers during the initial contact.
(h) Location on campus, in a non-public area.
(i) Is the campus open or closed.

Whenever practicable, public safety officers are encouraged to contact a supervisor to resolve questions regarding search and seizure issues prior to electing a course of action.

304.4 SEARCH PROTOCOL
Although conditions will vary and officer safety and other exigencies must be considered in every search situation, the following guidelines should be followed whenever circumstances permit:

(a) Members of this department will strive to conduct searches with dignity and courtesy.
(b) Public Safety Officers should explain to the person being searched the reason for the search and how the search will be conducted.
(c) Searches should be carried out with due regard and respect for the individual's property and in a manner that minimizes any damage. Property should be left in a condition as close as reasonably possible to its pre-search condition.
(d) When the person to be searched is of the opposite sex as the searching public safety officer, a reasonable effort should be made to summon a public safety officer of the same sex as the subject to conduct the search. When it is not practicable to summon a public safety officer of the same sex as the subject, the officer shall request assistance from local law enforcement.

304.5 DOCUMENTATION
Public Safety Officers are responsible to document any search and to ensure that any required reports are sufficient including, at minimum, documentation of the following:

- Reason for the search
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- Any efforts used to minimize the intrusiveness of any search (e.g., asking for consent or keys)
- What, if any, injuries or damage occurred
- All steps taken to secure property
- The results of the search, including a description of any property or contraband seized
- If the person searched is the opposite sex, any efforts to summon a public safety officer of the same sex as the person being searched and the identification of any witness

Supervisors shall review reports to ensure the reports are accurate, that actions are properly documented and that current legal requirements and department protocols have been met.
Discriminatory Harassment

305.1 PURPOSE AND SCOPE
The purpose of this protocol is to prevent department members from being subjected to discriminatory harassment, including sexual harassment and retaliation. Nothing in this policy is intended to create a legal or employment right or duty that is not created by law. All Public Safety employees shall comply with the provisions of Board Policies including BP and AP 3430 Prohibition of Harassment, BP / AP 3435 Discrimination and Harassment Investigations.


305.2 POLICY
The Coast Community College District Police Department is an equal opportunity employer and is committed to creating and maintaining a work environment that is free of all forms of discriminatory harassment, including sexual harassment and retaliation (Government Code § 12940(k); 2 CCR 11023). The Department will not tolerate discrimination against a member in hiring, promotion, discharge, compensation, fringe benefits and other privileges of employment. The Department will take preventive and corrective action to address any behavior that violates this policy or the rights it is designed to protect.

The nondiscrimination policies of the Department may be more comprehensive than state or federal law. Conduct that violates this policy may not violate state or federal law but still could subject a member to discipline.

305.3 DEFINITIONS
Definitions related to this policy include:

305.3.1 DISCRIMINATION
The Department prohibits all forms of discrimination, including any employment-related action by a member that adversely affects an applicant or member and is based on the actual or perceived race, ethnicity, national origin, religion, sex, sexual orientation, gender identity or expression, age, disability, pregnancy, genetic information, veteran status, marital status and other classifications protected by law.

Discriminatory harassment, including sexual harassment, is verbal or physical conduct that demeans or shows hostility or aversion toward an individual based upon that individual’s protected class. It has the effect of interfering with an individual’s work performance or creating a hostile or abusive work environment.

Conduct that may, under certain circumstances, constitute discriminatory harassment, can include making derogatory comments, crude and offensive statements or remarks; making slurs or off-color jokes, stereotyping; engaging in threatening acts; making indecent gestures, pictures, cartoons, posters or material; making inappropriate physical contact; or using written material...
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or department equipment and/or systems to transmit or receive offensive material, statements or pictures. Such conduct is contrary to department policy and to a work environment that is free of discrimination.

305.3.2 RETALIATION
Retaliation is treating a person differently or engaging in acts of reprisal or intimidation against the person because he/she has engaged in protected activity, filed a charge of discrimination, participated in an investigation or opposed a discriminatory practice. Retaliation will not be tolerated.

305.3.3 SEXUAL HARASSMENT
The Department prohibits all forms of discrimination and discriminatory harassment, including sexual harassment. It is unlawful to harass an applicant or a member because of that person's sex.

Sexual harassment includes, but is not limited to, unwelcome sexual advances, requests for sexual favors or other verbal, visual or physical conduct of a sexual nature when:

(a) Submission to such conduct is made either explicitly or implicitly a term or condition of employment, position or compensation.

(b) Submission to, or rejection of, such conduct is used as the basis for any employment decisions affecting the member.

(c) Such conduct has the purpose or effect of substantially interfering with a member's work performance or creating an intimidating, hostile, or offensive work environment.

305.3.4 ADDITIONAL CONSIDERATIONS
Discrimination and discriminatory harassment do not include actions that are in accordance with established rules, principles or standards, including:

(a) Acts or omission of acts based solely upon bona fide occupational qualifications under the Equal Employment Opportunity Commission (EEOC) and the California Fair Employment and Housing Council guidelines.

(b) Bona fide requests or demands by a supervisor that a member improve his/her work quality or output, that the member report to the job site on time, that the member comply with Community College District or department rules or regulations, or any other appropriate work-related communication between supervisor and member.

305.4 RESPONSIBILITIES
This policy applies to all department personnel. All members shall follow the intent of these guidelines in a manner that reflects department policy, professional law enforcement standards and the best interest of the Department and its mission.

Members are encouraged to promptly report any discriminatory, retaliatory or harassing conduct or known violations of this policy to a supervisor. Any member who is not comfortable with reporting violations of this policy to his/her immediate supervisor may bypass the chain of command and
make the report to a higher-ranking supervisor or manager. Complaints may also be filed with the Chief of Police, the Vice Chancellor of Human Resources or the Chancellor.

Any member who believes, in good faith, that he/she has been discriminated against, harassed or subjected to retaliation, or who has observed harassment or discrimination, is encouraged to promptly report such conduct in accordance with the procedures set forth in this policy.

Supervisors and managers receiving information regarding alleged violations of this policy shall determine if there is any basis for the allegation and shall proceed with resolution as stated below.

305.4.1 QUESTIONS OR CLARIFICATION
Members with questions regarding what constitutes discrimination, sexual harassment, or retaliation are encouraged to contact a supervisor, a manager, the Chief of Police, the Vice Chancellor of Human Resources, the Chancellor, or the California Department of Fair Employment and Housing (DFEH) for further information, direction, or clarification (Government Code § 12950).

305.4.2 SUPERVISOR RESPONSIBILITIES
The responsibilities of each supervisor and manager shall include, but are not limited to:

(a) Continually monitoring the work environment and striving to ensure that it is free from all types of unlawful discrimination, including harassment or retaliation.

(b) Taking prompt, appropriate action within their work units to avoid and minimize the incidence of any form of discrimination, harassment or retaliation.

(c) Ensuring that his/her subordinates understand their responsibilities under this policy.

(d) Ensuring that members who make complaints or who oppose any unlawful employment practices are protected from retaliation and that such matters are kept confidential to the extent possible.

(e) Making a timely determination regarding the substance of any allegation based upon all available facts.

(f) Notifying the Chief of Police or Vice Chancellor of Human Resources in writing of the circumstances surrounding any reported allegations or observed acts of discrimination, harassment or retaliation no later than the next business day.

305.4.3 SUPERVISOR’S ROLE
Because of differences in individual values, supervisors and managers may find it difficult to recognize that their behavior or the behavior of others is discriminatory, harassing or retaliatory. Supervisors and managers shall be aware of the following considerations:

(a) Behavior of supervisors and managers should represent the values of the Department and professional law enforcement standards.

(b) False or mistaken accusations of discrimination, harassment or retaliation can have negative effects on the careers of innocent members.

Nothing in this section shall be construed to prevent supervisors or managers from discharging supervisory or management responsibilities, such as determining duty assignments, evaluating
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or counseling members or issuing discipline, in a manner that is consistent with established procedures.

305.5 INVESTIGATION OF COMPLAINTS
Various methods of resolution exist. During the pendency of any such investigation, the supervisor of the involved member should take prompt and reasonable steps to mitigate or eliminate any continuing abusive or hostile work environment. It is the policy of the Department that all complaints of discrimination, retaliation or harassment shall be fully documented and promptly and thoroughly investigated.

305.5.1 SUPERVISORY RESOLUTION
Members who believe they are experiencing discrimination, harassment or retaliation should be encouraged to inform the individual that his/her behavior is unwelcome, offensive, unprofessional or inappropriate. However, if the member feels uncomfortable or threatened or has difficulty expressing his/her concern, or if this does not resolve the concern, assistance should be sought from a supervisor or manager who is a rank higher than the alleged transgressor.

305.5.2 FORMAL INVESTIGATION
If the complaint cannot be satisfactorily resolved through the process described above, a formal investigation will be conducted. All formal investigations shall be conducted and/or coordinated by campus or District Human Resources.

The person assigned to investigate the complaint will have full authority to investigate all aspects of the complaint. Investigative authority includes access to records and the cooperation of any members involved. No influence will be used to suppress any complaint and no member will be subject to retaliation or reprisal for filing a complaint, encouraging others to file a complaint or for offering testimony or evidence in any investigation.

Formal investigation of the complaint will be confidential to the extent possible and will include, but is not limited to, details of the specific incident, frequency and dates of occurrences and names of any witnesses. Witnesses will be advised regarding the prohibition against retaliation, and that a disciplinary process, up to and including termination, may result if retaliation occurs.

Members who believe they have been discriminated against, harassed or retaliated against because of their protected status, are encouraged to follow the chain of command but may also file a complaint directly with the Chief of Police, Vice Chancellor of Human Resources or the Chancellor.

305.5.3 ALTERNATIVE COMPLAINT PROCESS
No provision of this policy shall be construed to prevent any member from seeking legal redress outside the Department. Members who believe that they have been harassed, discriminated or retaliated against are entitled to bring complaints of employment discrimination to federal, state and/or local agencies responsible for investigating such allegations. Specific time limitations apply to the filing of such charges. Members are advised that proceeding with complaints under the provisions of this policy does not in any way affect those filing requirements.
305.6 DOCUMENTATION OF COMPLAINTS
All complaints or allegations shall be thoroughly documented on forms and in a manner designated by the Chief of Police. The outcome of all reports shall be:

- Approved by the Chief of Police, the Chancellor or the Vice Chancellor of Human Resources, depending on the ranks of the involved parties.
- Maintained in accordance with the department’s established records retention schedule.

305.6.1 NOTIFICATION OF DISPOSITION
The complainant and/or victim will be notified in writing of the disposition of the investigation and the actions taken to remedy or address the circumstances giving rise to the complaint.

305.7 WORKING CONDITIONS
The Director of Public Safety / Chief of Police Director of Public Safety or the authorized designee should be responsible for reviewing facility design and working conditions for discriminatory practices. This person should collaborate with other Community College District employees who are similarly tasked (2 CCR 11034).

305.8 TRAINING
All new members shall be provided with a copy of this policy as part of their orientation. The policy shall be reviewed with each new member. The member shall certify by signing the prescribed form that he/she has been advised of this policy, is aware of and understands its contents and agrees to abide by its provisions during his/her term with the Department.

All members shall receive annual training on the requirements of this policy and shall certify by signing the prescribed form that they have reviewed the policy, understand its contents and agree that they will continue to abide by its provisions.

305.8.1 STATE-REQUIRED TRAINING
The N/A should ensure that employees receive the required state training and education regarding sexual harassment, prevention of abusive conduct, and harassment based on gender identity, gender expression, and sexual orientation as follows (Government Code § 12950.1; 2 CCR 11024):

(a) Supervisory employees shall receive two hours of classroom or other effective interactive training and education within six months of assuming a supervisory position.

(b) All other employees shall receive one hour of classroom or other effective interactive training and education within six months of their employment or sooner for seasonal or temporary employees as described in Government Code § 12950.1.

(c) All employees shall receive refresher training every two years thereafter.
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If the required training is to be provided by DFEH online training courses, the N/A should ensure that employees are provided the link or website address to the training course (Government Code § 12950).

305.9 REQUIRED POSTERS
The Department shall display the required posters regarding discrimination, harassment and transgender rights in a prominent and accessible location for members (Government Code § 12950).
Child Abuse

306.1 PURPOSE AND SCOPE
The purpose of this protocol is to provide guidelines for the reporting of suspected child abuse.

306.1.1 DEFINITIONS
Definitions related to this policy include:

Child - Unless otherwise specified by a cited statute, a child is any person under the age of 18 years.

Child abuse - Any offense or attempted offense involving violence or neglect with a child victim when committed by a person responsible for the child’s care or any other act that would mandate notification to a social service agency or law enforcement (Penal Code § 11165.9; Penal Code § 11166).

306.2 PROTOCOL
The Coast Community College District Police Department will report all incidents of alleged criminal child abuse to local law enforcement.
Hate Crimes

307.1 PURPOSE AND SCOPE
The purpose of this protocol is to meet or exceed the provisions of Penal Code § 13519.6(c) and provides members of this department with guidelines for identifying and investigating incidents and crimes that may be motivated by hatred or other bias.

307.1.1 DEFINITIONS
Hate crimes - A criminal act committed in whole or in part, because of one or more of the following actual or perceived characteristics of the victim (Penal Code § 422.55; Penal Code § 422.56; Penal Code § 422.57):

(a) Disability
(b) Gender
(c) Nationality
(d) Race or ethnicity
(e) Religion
(f) Sexual orientation
(g) Association with a person or group with one or more of these actual or perceived characteristics
(h) Examples of hate crimes include, but are not limited to:
   1. Interfering with, oppressing or threatening any other person in the free exercise or enjoyment of any right or privilege secured by the constitution or laws because of one or more of the actual or perceived characteristics of the victim (Penal Code § 422.6).
   2. Defacing a person’s property because of one or more of the actual or perceived characteristics of the victim (Penal Code § 422.6(b)).
   3. Terrorizing a person with a swastika or burning cross (Penal Code § 11411).
   4. Vandalizing a place of worship (Penal Code § 594.3).

The federal Matthew Shepard and James Byrd, Jr. Hate Crimes Prevention Act expands federal hate crimes to include crimes motivated by a victim’s actual or perceived sex, sexual orientation, gender identity or disability (18 USC § 249).

Victim - Includes, but is not limited to, a community center, educational facility, entity, family, group, individual, office, meeting hall, person, place of worship, private institution, public agency, library or other victim or intended victim of the offense (Penal Code § 422.56).
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307.2 PROTOCOL
The Coast Community College District Police Department recognizes and places a high priority on the rights of all individuals guaranteed under the state and federal constitution and incorporated in state and federal law.

307.3 INVESTIGATIONS
Whenever any member of this department receives a report of a suspected hate crime or other activity that reasonably appears to involve a potential hate crime, the following should occur:

(a) Assigned public safety officers should promptly contact the victim, witness or reporting party to investigate the matter further as circumstances may dictate

(b) A supervisor should be notified of the circumstances as soon as practical.

(c) Once in-progress aspects of any such situation have been stabilized (e.g., treatment of victims, apprehension of suspects at the scene), the assigned public safety officers should take all reasonable steps to preserve evidence that establishes a possible hate crime.

(d) Based upon available information, public safety officers should take appropriate action to mitigate further injury or damage to potential victims or the community.

1. Public Safety Officers should contact the property owner to remove any evidence that cannot be physically removed (i.e., painted words or signs on a wall) by the public safety officer once the offense is documented.

(e) The assigned public safety officers should interview available witnesses, victims and others to determine what circumstances, if any, indicate that the situation may involve a hate crime.

1. No victim of or a witness to a hate crime who is not otherwise charged with or convicted of a crime under state law may be detained for or turned over to federal authorities exclusively for any actual or suspected immigration violation (Penal Code § 422.93(b))

2. Statements of victims and witnesses should be audio or video recorded if practicable (see the Portable Audio/Video Recorders Policy).

(f) Depending on the situation, the assigned public safety officers or supervisor may request additional assistance from detectives or other resources.

(g) The assigned public safety officers should include all available evidence indicating the likelihood of a hate crime in the relevant reports. All related reports should be clearly marked as “Hate Crimes” and, absent prior approval of a supervisor, should be completed and submitted by the assigned public safety officers before the end of the shift.

(h) The assigned public safety officers will provide the victims of any suspected hate crime with a brochure on hate crimes (Penal Code § 422.92). Such brochures will also be available to members of the general public upon request. The assigned public safety officers should also make reasonable efforts to assist the victims by providing available information on local assistance programs and organizations.
Hate Crimes

(i) The assigned public safety officers and supervisor should take reasonable steps to ensure that any such situation does not escalate further and should provide information to the victim regarding legal aid (e.g., Possible Temporary Restraining Order through the District Attorney or Board of Trustees Legal Counsel Penal Code § 136.2 or Civil Code § 52.1 as indicated).

307.3.1 SUPERVISOR RESPONSIBILITY
The supervisor should confer with the initial responding public safety officers to identify reasonable and appropriate preliminary actions. The supervisor should:

(a) Review related reports to verify whether the incident is appropriately classified as a hate crime for federal and state bias crime-reporting purposes.

(b) Notify other appropriate personnel in the chain of command, depending on the nature and seriousness of the offense and its potential inflammatory and related impact on the community.

(c) Consider the need for further action to be taken for the protection of the victims or vulnerable sites, such as assigning a public safety officer at specific locations that could become targets or increase neighborhood surveillance.

(d) Ensure that members who are responsible for the conduct and maintenance of information on criminal groups are notified and that they make appropriate inquiries and entries into criminal intelligence systems (see Criminal Organizations Policy).

307.4 TRAINING
All members of this department will receive POST-approved training on hate crime recognition and investigation as provided by Penal Code § 13519.6. Training should also include recognition of bias motivators such as ranges of attitudes and perceptions toward a specific characteristic or group.
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308.1 PURPOSE AND SCOPE
This protocol establishes standards of conduct that are consistent with the values and mission of the Coast Community College District Police Department and are expected of all department members. The standards contained in this policy are not intended to be an exhaustive list of requirements and prohibitions but they do identify many of the important matters concerning conduct. In addition to the provisions of this protocol, members are subject to all other provisions contained in this manual, as well as any additional guidance on conduct that may be disseminated by this department or a member’s supervisors.

308.2 PROTOCOL
The continued employment or appointment of every member of the Coast Community College District Police Department shall be based on conduct that reasonably conforms to the guidelines set forth herein.

308.3 DIRECTIVES AND ORDERS
Members shall comply with lawful directives and orders from any department supervisor or person in a position of authority, absent a reasonable and bona fide justification.

308.3.1 UNLAWFUL OR CONFLICTING ORDERS
Supervisors shall not knowingly issue orders or directives that, if carried out, would result in a violation of any law or department protocol. Supervisors should not issue orders that conflict with any previous order without making reasonable clarification that the new order is intended to countermand the earlier order.

No member is required to obey any order that appears to be in direct conflict with any federal law, state law or local ordinance. Following a known unlawful order is not a defense and does not relieve the member from criminal or civil prosecution or administrative discipline. If the legality of an order is in doubt, the affected member shall ask the issuing supervisor to clarify the order or shall confer with a higher authority. The responsibility for refusal to obey rests with the member, who shall subsequently be required to justify the refusal.

Unless it would jeopardize the safety of any individual, members who are presented with a lawful order that is in conflict with a previous lawful order, department protocol or other directive shall respectfully inform the issuing supervisor of the conflict. The issuing supervisor is responsible for either resolving the conflict or clarifying that the lawful order is intended to countermand the previous lawful order or directive, in which case the member is obliged to comply. Members who are compelled to follow a conflicting lawful order after having given the issuing supervisor the opportunity to correct the conflict, will not be held accountable for disobedience of the lawful order or directive that was initially issued.
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The person countermanding the original order shall notify, in writing, the person issuing the original order, indicating the action taken and the reason.

308.3.2 SUPERVISOR RESPONSIBILITIES
Supervisors and managers are required to follow all protocols and may be subject to discipline for:

(a) Failure to be reasonably aware of the performance of their subordinates or to provide appropriate guidance and control.
(b) Failure to promptly and fully report any known misconduct of a member to his/her immediate supervisor or to document such misconduct appropriately or as required by Board Policy.
(c) Directing a subordinate to violate a protocol or directive, acquiesce to such a violation, or are indifferent to any such violation by a subordinate.
(d) The unequal or disparate exercise of authority on the part of a supervisor toward any member for malicious or other improper purpose.

308.4 GENERAL STANDARDS
Members shall conduct themselves, whether on- or off-duty, in accordance with the United States and California Constitutions and all applicable laws, ordinances and rules enacted or established pursuant to legal authority.

Members shall familiarize themselves with policies and procedures and are responsible for compliance with each. Members should seek clarification and guidance from supervisors in the event of any perceived ambiguity or uncertainty.

Discipline may be initiated for any good cause in accordance with Board Policy 7365 Discipline and Dismissal Classified Employees.

308.5 CAUSES FOR DISCIPLINE
The following are illustrative of causes for disciplinary action. This list is not intended to cover every possible type of misconduct and does not preclude the recommendation of disciplinary action for violation of other rules, standards, ethics and specific action or inaction that is detrimental to efficient department service:

308.5.1 LAWS, RULES AND ORDERS
(a) Violation of, or ordering or instructing a subordinate to violate any policy, procedure, rule, order, directive, requirement or failure to follow instructions contained in department or Community College District manuals.
(b) Disobedience of any legal directive or order issued by any department member of a higher rank.
(c) Violation of federal, state, local or administrative laws, rules or regulations.
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308.5.2 ETHICS
(a) Using or disclosing one’s status as a member of the Coast Community College District Police Department in any way that could reasonably be perceived as an attempt to gain influence or authority for non-department business or activity.
(b) The wrongful or unlawful exercise of authority on the part of any member for malicious purpose, personal gain, willful deceit or any other improper purpose.
(c) The receipt or acceptance of a reward, fee or gift from any person for service incident to the performance of the member’s duties (lawful subpoena fees and authorized work permits excepted).
(d) Acceptance of fees, gifts or money contrary to the rules of this department and/or laws of the state.
(e) Offer or acceptance of a bribe or gratuity.
(f) Misappropriation or misuse of public funds, property, personnel or services.
(g) Any other failure to abide by the standards of ethical conduct.

308.5.3 DISCRIMINATION, OPPRESSION OR FAVORITISM
Discriminating against, oppressing or providing favoritism to any person because of age, race, color, creed, religion, sex, sexual orientation, gender identity or expression, national origin, ancestry, marital status, physical or mental disability, medical condition or other classification protected by law, or intentionally denying or impeding another in the exercise or enjoyment of any right, privilege, power or immunity, knowing the conduct is unlawful.

308.5.4 RELATIONSHIPS
(a) Unwelcome solicitation of a personal or sexual relationship while on-duty or through the use of one’s official capacity.
(b) Engaging in on-duty sexual activity including, but not limited to, sexual intercourse, excessive displays of public affection or other sexual contact.
(c) Establishing or maintaining an inappropriate personal or financial relationship, as a result of an investigation, with a known victim, witness, suspect or defendant while a case is being investigated or prosecuted, or as a direct result of any official contact.
(d) Associating with or joining a criminal gang, organized crime and/or criminal syndicate when the member knows or reasonably should know of the criminal nature of the organization. This includes any organization involved in a definable criminal activity or enterprise, except as specifically directed and authorized by this department.
(e) Associating on a personal, rather than official basis with persons who demonstrate recurring involvement in serious violations of state or federal laws after the member knows, or reasonably should know of such criminal activities, except as specifically directed and authorized by this department.
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308.5.5 ATTENDANCE

(a) Leaving the campus assignment to which the member is assigned during duty hours without reasonable excuse and proper permission and approval.

(b) Unexcused or unauthorized absence or tardiness.

(c) Excessive absenteeism or abuse of leave privileges.

(d) Failure to report to work or to place of assignment at time specified and fully prepared to perform duties without reasonable excuse.

308.5.6 UNAUTHORIZED ACCESS, DISCLOSURE OR USE

(a) Unauthorized and inappropriate intentional release of confidential or protected information, materials, data, forms or reports obtained as a result of the member’s position with this department.

1. Members of this department shall not disclose the name, address or image of any victim of human trafficking except as authorized by law (Penal Code § 293).

(b) Disclosing to any unauthorized person any active investigation information.

(c) The use of any information, photograph, video or other recording obtained or accessed as a result of employment or appointment to this department for personal or financial gain or without the express authorization of the Chief of Police or the authorized designee.

(d) Loaning, selling, allowing unauthorized use, giving away or appropriating any Coast Community College District Police Department badge, uniform, identification card or department property for personal use, personal gain or any other improper or unauthorized use or purpose.

(e) Using department resources in association with any portion of an independent civil action. These resources include, but are not limited to, personnel, vehicles, equipment and non-subpoenaed records.

308.5.7 EFFICIENCY

(a) Neglect of duty.

(b) Unsatisfactory work performance including, but not limited to, failure, incompetence, inefficiency or delay in performing and/or carrying out proper orders, work assignments or the instructions of supervisors without a reasonable and bona fide excuse.

(c) Concealing, attempting to conceal, removing or destroying defective or incompetent work.

(d) Unauthorized sleeping during on-duty time or assignments.

(e) Failure to notify the Department within 24 hours of any change in residence address, contact telephone numbers or marital status.
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308.5.8 PERFORMANCE

(a) Failure to disclose or misrepresenting material facts, or making any false or misleading statement on any application, examination form, or other official document, report or form, or during the course of any work-related investigation.

(b) The falsification of any work-related records, making misleading entries or statements with the intent to deceive or the willful and unauthorized removal, alteration, destruction and/or mutilation of any department record, public record, book, paper or document.

(c) Failure to participate in, or giving false or misleading statements, or misrepresenting or omitting material information to a supervisor or other person in a position of authority, in connection with any investigation or in the reporting of any department -related business.

(d) Being untruthful or knowingly making false, misleading or malicious statements that are reasonably calculated to harm the reputation, authority or official standing of this department or its members.

(e) Disparaging remarks or conduct concerning duly constituted authority to the extent that such conduct disrupts the efficiency of this department or subverts the good order, efficiency and discipline of this department or that would tend to discredit any of its members.

(f) Unlawful gambling or unlawful betting at any time or any place. Legal gambling or betting under any of the following conditions:
   1. While on department premises.
   2. At any work site, while on-duty or while in uniform, or while using any department equipment or system.
   3. Gambling activity undertaken as part of a public safety officer official duties and with the express knowledge and permission of a direct supervisor is exempt from this prohibition.

(g) Improper political activity including:
   1. Unauthorized attendance while on-duty at official legislative or political sessions.
   2. Solicitations, speeches or distribution of campaign literature for or against any political candidate or position while on-duty or, on department property except as expressly authorized by Community College District policy, the memorandum of understanding, or the Chief of Police.

(h) Engaging in political activities during assigned working hours except as expressly authorized by Community College District policy, the memorandum of understanding, or the Chief of Police.

(i) Any act on- or off-duty that brings discredit to this department.

308.5.9 CONDUCT

(a) Failure of any member to promptly and fully report activities on his/her part or the part of any other member where such activities resulted in contact with any other law enforcement agency.
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enforcement agency or that may result in criminal prosecution or discipline under this policy.

(b) Unreasonable and unwarranted force to a person encountered or a person under arrest.

(c) Unauthorized or unlawful fighting, threatening or attempting to inflict unlawful bodily harm on another.

(d) Engaging in horseplay that reasonably could result in injury or property damage.

(e) Discourteous, disrespectful or discriminatory treatment of any member of the public or any member of this department or the Community College District.

(f) Use of obscene, indecent, profane or derogatory language while on-duty or in uniform.

(g) Criminal, dishonest, or disgraceful conduct, whether on- or off-duty, that adversely affects the member’s relationship with this department.

(h) Unauthorized possession of, loss of, or damage to department property or the property of others, or endangering it through carelessness or maliciousness.

(i) Attempted or actual theft of department property; misappropriation or misuse of public funds, property, personnel or the services or property of others; unauthorized removal or possession of department property or the property of another person.

(j) Activity that is incompatible with a member’s conditions of employment or appointment as established by law or that violates a provision of any memorandum of understanding or contract to include fraud in securing the appointment or hire.

(k) Initiating any civil action for recovery of any damages or injuries incurred in the course and scope of employment or appointment without first notifying the Chief of Police of such action.

(l) Any other on- or off-duty conduct which any member knows or reasonably should know is unbecoming a member of this department, is contrary to good order, efficiency or morale, or tends to reflect unfavorably upon this department or its members.

308.5.10 SAFETY

(a) Failure to observe or violating department safety standards or safe working practices.

(b) Failure to maintain current licenses or certifications required for the assignment or position (e.g., driver license, first aid).

(c) Failure to maintain good physical condition sufficient to adequately and safely perform law enforcement duties.

(d) Carrying, while on the premises of the work place, any firearm or other lethal weapon that is not authorized by the member’s appointing authority.

(e) Unsafe or improper driving habits or actions in the course of employment or appointment.

(f) Any personal action contributing to a preventable traffic collision.
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(g) Concealing or knowingly failing to report any on-the-job or work-related accident or injury as soon as practicable but within 24 hours.

308.5.11 INTOXICANTS

(a) Reporting for work or being at work while intoxicated or when the member’s ability to perform assigned duties is impaired due to the use of alcohol, medication or drugs, whether legal, prescribed or illegal.

(b) Possession or use of alcohol at any work site or while on-duty, except as authorized in the performance of an official assignment. A member who is authorized to consume alcohol is not permitted to do so to such a degree that it may impair on-duty performance.

(c) Unauthorized possession, use of, or attempting to bring a controlled substance, illegal drug or non-prescribed medication to any work site.
Information Technology Use

309.1 PURPOSE AND SCOPE
The purpose of this policy is to provide guidelines for the proper use of department information technology resources, including computers, electronic devices, hardware, software and systems.

309.1.1 DEFINITIONS
Definitions related to this policy include:

**Computer system** - All computers (on-site and portable), electronic devices, hardware, software, and resources owned, leased, rented or licensed by the Coast Community College District Police Department that are provided for official use by its members. This includes all access to, and use of, Internet Service Providers (ISP) or other service providers provided by or through the Department or department funding.

**Hardware** - Includes, but is not limited to, computers, computer terminals, network equipment, electronic devices, telephones, including cellular and satellite, pagers, modems or any other tangible computer device generally understood to comprise hardware.

**Software** - Includes, but is not limited to, all computer programs, systems and applications, including shareware. This does not include files created by the individual user.

**Temporary file, permanent file or file** - Any electronic document, information or data residing or located, in whole or in part, on the system including, but not limited to, spreadsheets, calendar entries, appointments, tasks, notes, letters, reports, messages, photographs or videos.

309.2 POLICY
It is the policy of the Coast Community College District Police Department that members shall use information technology resources, including computers, software and systems, that are issued or maintained by the Department in a professional manner and in accordance with this policy.

309.3 PRIVACY EXPECTATION
Members forfeit any expectation of privacy with regard to emails, texts, or anything published, shared, transmitted, or maintained through file-sharing software or any internet site that is accessed, transmitted, received, or reviewed on any department computer system.

The Department reserves the right to access, audit, and disclose, for whatever reason, any message, including attachments, and any information accessed, transmitted, received, or reviewed over any technology that is issued or maintained by the Department, including the department email system, computer network, and/or any information placed into storage on any department system or device. This includes records of all keystrokes or Web-browsing history made at any department computer or over any department network. The fact that access to a database, service, or website requires a username or password will not create an expectation of privacy if it is accessed through department computers, electronic devices, or networks.
The Department shall not require a member to disclose a personal username or password for accessing personal social media or to open a personal social website; however, the Department may request access when it is reasonably believed to be relevant to the investigation of allegations of work-related misconduct (Labor Code § 980).

309.4 RESTRICTED USE
Members shall not access computers, devices, software or systems for which they have not received prior authorization or the required training. Members shall immediately report unauthorized access or use of computers, devices, software or systems by another member to their supervisors or N/As.

Members shall not use another person’s access passwords, logon information and other individual security data, protocols and procedures unless directed to do so by a supervisor.

309.4.1 SOFTWARE
Members shall not copy or duplicate any copyrighted or licensed software except for a single copy for backup purposes in accordance with the software company’s copyright and license agreement.

To reduce the risk of a computer virus or malicious software, members shall not install any unlicensed or unauthorized software on any department computer. Members shall not install personal copies of any software onto any department computer.

When related to criminal investigations, software program files may be downloaded only with the approval of the information systems technology (IT) staff and with the authorization of the Chief of Police or the authorized designee.

No member shall knowingly make, acquire or use unauthorized copies of computer software that is not licensed to the Department while on department premises, computer systems or electronic devices. Such unauthorized use of software exposes the Department and involved members to severe civil and criminal penalties.

Introduction of software by members should only occur as part of the automated maintenance or update process of department- or Community College District-approved or installed programs by the original manufacturer, producer or developer of the software.

Any other introduction of software requires prior authorization from IT staff and a full scan for malicious attachments.

309.4.2 HARDWARE
Access to technology resources provided by or through the Department shall be strictly limited to department-related activities. Data stored on or available through department computer systems shall only be accessed by authorized members who are engaged in an active investigation or assisting in an active investigation, or who otherwise have a legitimate law enforcement or department-related purpose to access such data. Any exceptions to this policy must be approved by a supervisor.
309.4.3 INTERNET USE
Internet access provided by or through the Department shall be strictly limited to department-related activities. Internet sites containing information that is not appropriate or applicable to department use and which shall not be intentionally accessed include but are not limited to adult forums, pornography, gambling, chat rooms, and similar or related internet sites. Certain exceptions may be permitted with the express approval of a supervisor as a function of a member’s assignment.

Downloaded information shall be limited to messages, mail, and data files.

309.4.4 OFF-DUTY USE
Members shall only use technology resources provided by the Department while on-duty or in conjunction with specific on-call assignments unless specifically authorized by a supervisor. This includes the use of telephones, cell phones, texting, email or any other "off the clock" work-related activities. This also applies to personally owned devices that are used to access department resources.

Refer to the Personal Communication Devices Policy for guidelines regarding off-duty use of personally owned technology.

309.5 PROTECTION OF AGENCY SYSTEMS AND FILES
All members have a duty to protect the computer system and related systems and devices from physical and environmental damage and are responsible for the correct use, operation, care, and maintenance of the computer system.

Members shall ensure department computers and access terminals are not viewable by persons who are not authorized users. Computers and terminals should be secured, users logged off and password protections enabled whenever the user is not present. Access passwords, logon information, and other individual security data, protocols, and procedures are confidential information and are not to be shared. Password length, format, structure, and content shall meet the prescribed standards required by the computer system or as directed by a supervisor and shall be changed at intervals as directed by IT staff or a supervisor.

It is prohibited for a member to allow an unauthorized user to access the computer system at any time or for any reason. Members shall promptly report any unauthorized access to the computer system or suspected intrusion from outside sources (including the internet) to a supervisor.

309.6 INSPECTION OR REVIEW
A supervisor or the authorized designee has the express authority to inspect or review the computer system, all temporary or permanent files, related electronic systems or devices, and any contents thereof, whether such inspection or review is in the ordinary course of his/her supervisory duties or based on cause.

Reasons for inspection or review may include, but are not limited to, computer system malfunctions, problems or general computer system failure, a lawsuit against the Department
involving one of its members or a member’s duties, an alleged or suspected violation of
any department policy, a request for disclosure of data, or a need to perform or provide a service.
The IT staff may extract, download or otherwise obtain any and all temporary or permanent files
residing or located in or on the department computer system when requested by a supervisor or
during the course of regular duties that require such information.
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310.1 PURPOSE AND SCOPE
Report preparation is a major part of each public safety officer’s job. The purpose of reports is to document the circumstances of the incident sufficiently. Report writing is the subject of substantial formalized training and on-the-job training.

310.1.1 REPORT PREPARATION
Employees should ensure that reports are sufficiently detailed for their purpose and free from errors prior to submission. It is the responsibility of the assigned employee to complete and submit all reports taken during the shift before going off-duty unless permission to hold the report has been approved by a supervisor. Generally, reports requiring prompt follow-up action on active leads, or arrest reports where the suspect remains in custody should not be held.

Handwritten reports must be prepared legibly. If the report is not legible, the submitting employee will be required by the reviewing supervisor to promptly make corrections and resubmit the report. Employees who dictate reports shall use appropriate grammar, as content is not the responsibility of the typist. Employees who generate reports on computers are subject to all requirements of this policy.

All reports shall accurately reflect the identity of the persons involved, all pertinent information seen, heard or assimilated by any other sense, and any actions taken. Employees shall not suppress, conceal or distort the facts of any reported incident, nor shall any employee make a false report orally or in writing. Generally, the reporting employee’s opinions should not be included in reports unless specifically identified as such.

310.2 REQUIRED REPORTING
Written reports are required in all of the following situations on the appropriate department approved form unless otherwise approved by a supervisor.

310.2.1 INJURY OR DAMAGE BY COMMUNITY COLLEGE DISTRICT PERSONNEL
Reports shall be taken if an injury occurs that is a result of an act of a Community College District employee. Additionally, reports shall be taken involving damage to Community College District property or Community College District equipment.

310.3 GENERAL POLICY OF EXPEDITIOUS REPORTING
In general, all public safety officers and supervisors shall act with promptness and efficiency in the preparation and processing of all reports. An incomplete report, unorganized reports or reports delayed without supervisory approval are not acceptable. Reports shall be processed according to established priorities or according to special priority necessary under exceptional circumstances.

310.4 REPORT CORRECTIONS
Supervisors shall review reports for content and accuracy. If a correction is necessary, the reviewing supervisor should complete the Report Correction form stating the reasons for rejection.
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The original report and the correction form should be returned to the reporting employee for correction as soon as practical. It shall be the responsibility of the originating public safety officer to ensure that any report returned for correction is processed in a timely manner.
Outside Agency Assistance

313.1 PURPOSE AND SCOPE
The purpose of this protocol is to provide guidance to members when requesting or when assisting another law enforcement agency.

313.2 PROTOCOL
It is the protocol of the Coast Community College District Police Department to promptly respond to requests for assistance by other law enforcement agencies, subject to available resources and consistent with the applicable laws and policies of this department.

313.3 REQUESTING OUTSIDE ASSISTANCE
If assistance is needed from a local law enforcement agency, the member requesting assistance should direct assisting personnel to where they are needed and to whom they should report when they arrive.

The requesting member should arrange for appropriate radio communication capabilities, if necessary and available, so that communication can be coordinated between assisting personnel.

313.4 REPORTING REQUIREMENTS
Incidents of outside assistance or law enforcement activities shall be documented in an Incident Report.
Registered Offender Information

314.1 PURPOSE AND SCOPE
This protocol establishes guidelines by which the Coast Community College District Police Department will address issues associated with certain offenders who are residing in the jurisdiction and how the Department will disseminate information and respond to public inquiries for information about registered sex, arson and drug offenders.

314.2 PROTOCOL
It is the position of the Coast Community College District Police Department to document those individuals who have registered with the local law enforcement agency and have been directed to notify the campus Public Safety Departments of their registration requirements.
Public Safety Video Surveillance System

315.1 PURPOSE AND SCOPE
This protocol provides guidance for the placement and monitoring of department public safety video surveillance, as well as the storage and release of the captured images.

This protocol applies to all public safety video surveillance systems operated by the Department.

315.2 PROTOCOL
The Coast Community College District Police Department operates a public safety video surveillance system to complement its anti-crime strategy, to effectively allocate and deploy personnel, and to enhance public safety and security in public areas. Cameras may be placed in strategic locations throughout the campus to detect and deter crime, to help safeguard against potential threats to the public, to help manage emergency response situations during natural and man-made disasters and to assist campus officials in providing services to the community.

Video surveillance in public areas will be conducted in a legal and ethical manner while recognizing and protecting constitutional standards of privacy.

315.3 OPERATIONAL GUIDELINES
Only department-approved video surveillance equipment shall be utilized. Members authorized to monitor video surveillance equipment should only monitor public areas and public activities where no reasonable expectation of privacy exists. The Chief of Police or the authorized designee shall approve all proposed locations for the use of video surveillance technology and should consult with and be guided by legal counsel as necessary in making such determinations.

315.3.1 PLACEMENT AND MONITORING
Camera placement will be guided by the underlying purpose or strategy associated with the overall campus security plan. As appropriate, the Chief of Police should confer with other affected Community College District divisions when evaluating camera placement. Environmental factors, including lighting, location of buildings, presence of vegetation or other obstructions, should also be evaluated when determining placement.

The cameras shall only record video images and not sound. Recorded images may be used for a variety of purposes, including criminal investigations and monitoring of activity around high-value or high-threat areas. The public video surveillance system may be useful for the following purposes:

(a) To prevent, deter and identify criminal activity.
(b) To respond to critical incidents.
(c) To assist in identifying, apprehending and prosecuting offenders.
(d) To document public safety officer and offender conduct during interactions to safeguard the rights of the public and public safety officers.
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(e) To augment resources in a cost-effective manner.
(f) To monitor pedestrian and vehicle traffic activity.

Images from each camera should be recorded in a manner consistent with the underlying purpose of the particular camera. Images should be transmitted to monitors installed in the Chief's office and front lobby office. Additional locations will be added to allow other staff members viewing capability. When activity warranting further investigation is reported or detected at any camera location, the available information should be provided to responding public safety officers in a timely manner. Specifically trained personnel are authorized to adjust the cameras to more effectively view a particular area for any legitimate public safety purpose.

The Chief of Police may authorize video feeds from the public safety video surveillance system to be forwarded to a specified location for monitoring by other than police personnel, such as allied government agencies, road or traffic crews, or fire or emergency operations personnel.

Unauthorized recording, viewing, reproduction, dissemination or retention is prohibited.

315.3.2 INTEGRATION WITH OTHER TECHNOLOGY
The Department may elect to integrate its public safety video surveillance system with other technology to enhance available information. Systems such as gunshot detection, incident mapping, crime analysis, license plate recognition, facial recognition and other video-based analytical systems may be considered based upon availability and the nature of department strategy.

The Department should evaluate the availability and propriety of networking or otherwise collaborating with appropriate private sector entities and should evaluate whether the use of certain camera systems, such as pan-tilt-zoom systems and video enhancement or other analytical technology, requires additional safeguards.

315.4 VIDEO SUPERVISION
Supervisors should monitor video surveillance access and usage to ensure members are within department policy and applicable laws. Supervisors should ensure such use and access is appropriately documented.

315.4.1 PROHIBITED ACTIVITY
Public safety video surveillance systems will not intentionally be used to invade the privacy of individuals or observe areas where a reasonable expectation of privacy exists.

Public video surveillance equipment shall not be used in an unequal or discriminatory manner and shall not target protected individual characteristics including, but not limited to race, ethnicity, national origin, religion, disability, gender or sexual orientation.

Video surveillance equipment shall not be used to harass, intimidate or discriminate against any individual or group.
315.5 STORAGE AND RETENTION OF MEDIA
All downloaded media shall be stored in a secure area with access restricted to authorized persons. A recording needed as evidence shall be copied to a suitable medium and booked into evidence in accordance with established evidence procedures. All actions taken with respect to retention of media shall be appropriately documented.

Any recordings needed as evidence in a criminal or civil proceeding shall be copied to a suitable medium and booked into evidence in accordance with current evidence procedures.

315.5.1 EVIDENTIARY INTEGRITY
All downloaded and retained media shall be treated in the same manner as other evidence. Media shall be accessed, maintained, stored and retrieved in a manner that ensures its integrity as evidence, including strict adherence to chain of custody requirements. Electronic trails, including encryption, digital masking of innocent or uninvolved individuals to preserve anonymity, authenticity certificates and date and time stamping, shall be used as appropriate to preserve individual rights and to ensure the authenticity and maintenance of a secure evidentiary chain of custody.

315.6 RELEASE OF VIDEO IMAGES
All recorded video images gathered by the public safety video surveillance equipment are for the official use of the Coast Community College District Police Department.

Requests for recorded video images from the public or the media shall be processed in the same manner as requests for department public records.

Requests for recorded images from other law enforcement agencies shall be referred to the N/A for release in accordance with a specific and legitimate law enforcement purpose.

Recorded video images that are the subject of a court order or subpoena shall be processed in accordance with the established department subpoena process.

315.7 VIDEO SURVEILLANCE AUDIT
The Chief of Police or the authorized designee will conduct an annual review of the public safety video surveillance system. The review should include an analysis of the cost, benefit and effectiveness of the system, including any public safety issues that were effectively addressed or any significant prosecutions that resulted, and any systemic operational or administrative issues that were identified, including those related to training, discipline or policy.

The results of each review shall be appropriately documented and maintained by the Chief of Police or the authorized designee and other applicable advisory bodies. Any recommendations for training or policy should be promptly addressed.

315.8 TRAINING
All department members authorized to operate or access public video surveillance systems shall receive appropriate training. Training should include guidance on the use of cameras, interaction
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with dispatch and patrol operations and a review regarding relevant policies and procedures, including this policy. Training should also address state and federal law related to the use of video surveillance equipment and privacy.
Service Animals

316.1 PURPOSE AND SCOPE
The purpose of this protocol is to provide the guidelines necessary to ensure the rights of individuals who use service animals to assist with disabilities are protected in accordance with Title II of the Americans with Disabilities Act of 1990 (ADA).

316.1.1 DEFINITIONS
Definitions related to this policy include:

Service animal - A dog that is trained to do work or perform tasks for the benefit of an individual with a disability, including a physical, sensory, psychiatric, intellectual or other mental disability. The work or tasks performed by a service animal must be directly related to the individual's disability (28 CFR 35.104; Health and Safety Code § 113903).

Service animal also includes a miniature horse if the horse is trained to do work or perform tasks for people with disabilities, provided the horse is housebroken, is under the handler’s control, the facility can accommodate the horse’s type, size and weight, and the horse’s presence will not compromise legitimate safety requirements necessary for safe operation of the facility (28 CFR 35.136(i)).

316.2 PROCEDURE
It is the protocol of the Coast Community College District Police Department to provide services and access to persons with service animals in the same manner as those without service animals. Department members shall protect the rights of persons assisted by service animals in accordance with state and federal law.

316.3 IDENTIFICATION AND USE OF SERVICE ANIMALS
Some service animals may be readily identifiable. However, many do not have a distinctive symbol, harness or collar.

Service animals may be used in a number of ways to provide assistance, including:

- Guiding people who are blind or have low vision.
- Alerting people who are deaf or hard of hearing.
- Retrieving or picking up items, opening doors or flipping switches for people who have limited use of their hands, arms or legs.
- Pulling wheelchairs.
- Providing physical support and assisting with stability and balance.
- Doing work or performing tasks for persons with traumatic brain injury, intellectual disabilities or psychiatric disabilities, such as reminding a person with depression to take medication.
• Alerting a person with anxiety to the onset of panic attacks, providing tactile
stimulation to calm a person with post-traumatic stress disorder, assisting people
with schizophrenia to distinguish between hallucinations and reality, and helping people
with traumatic brain injury to locate misplaced items or follow daily routines.

316.4 MEMBER RESPONSIBILITIES
Service animals that are assisting individuals with disabilities are permitted in all public facilities
and areas where the general public is allowed. Department members are expected to treat
individuals with service animals with the same courtesy and respect that the Coast Community
College District Police Department affords to all members of the public (28 CFR 35.136).

316.4.1 INQUIRY
If it is apparent or if a member is aware that an animal is a service animal, the individual generally
should not be asked any questions as to the status of the animal. If it is unclear whether an animal
meets the definition of a service animal, the member should ask the individual only the following
questions (28 CFR 35.136(f)):

• Is the animal required because of a disability?
• What task or service has the service animal been trained to perform?

If the individual explains that the animal is required because of a disability and has been trained to
work or perform at least one task, the animal meets the definition of a service animal and no further
questions as to the animal’s status should be asked. The individual should not be questioned
about his/her disability nor should the person be asked to provide any license, certification or
identification card for the service animal.

316.4.2 CONTACT
Service animals are not pets. Department members should not interfere with the important work
performed by a service animal by talking to, petting or otherwise initiating contact with a service
animal.

316.4.3 REMOVAL
If a service animal is not housebroken or exhibits vicious behavior, poses a direct threat to the
health of others, or unreasonably disrupts or interferes with normal business operations, a public
safety officer may direct the handler to remove the animal from the premises. Barking alone is not
a threat nor does a direct threat exist if the person takes prompt, effective action to control the
service animal (28 CFR 35.136(b)).

Each incident must be considered individually and past incidents alone are not cause for excluding
a service animal. Removal of a service animal may not be used as a reason to refuse service to
an individual with disabilities. Members of this department are expected to provide all services as
are reasonably available to an individual with a disability, with or without a service animal.
316.4.4 COMPLAINTS
When handling calls of a complaint regarding a service animal, members of this department should remain neutral and should be prepared to explain the ADA requirements concerning service animals to the concerned parties. Businesses are required to allow service animals to accompany their handlers into the same areas that other customers or members of the public are allowed (28 CFR 36.302).

Absent a violation of law independent of the ADA, public safety officers should take no enforcement action beyond keeping the peace. Individuals who believe they have been discriminated against as a result of a disability should be referred to the Civil Rights Division of the U.S. Department of Justice (DOJ).
Narcan Nasal Spray Use

317.1 NARCAN NASAL SPRAY

NARCAN (naloxone HCl) Nasal Spray is the FDA-approved nasal form of naloxone for the emergency treatment of a known or suspected opioid overdose. NARCAN Nasal Spray counteracts the life-threatening effects of opioid overdose.

317.2 NARCAN NASAL SPRAY - REQUIRED TRAINING

It is the protocol of the Coast College District Police that all public safety members will be trained in the use of the nasal Narcan through the on-line curriculum approved by the Coast Community College District Medical staff. The training required is located at https://www.narcan.com/first-responders/law-enforcement-roll-call-video. Nasal Narcan kits will be stored in the first aid kits located in each patrol unit in compliance with the manufacturer’s recommendations.

317.3 DEPLOYMENT

The Coast Community College District will supply the nasal Narcan kits to the Coast Community College District Public Safety Officers. The Directors of Public Safety at Orange Coast College, Coastline College and Golden West College will store and distribute the kits to public safety officers.

317.4 NARCAN USE

(a) When using the nasal Narcan kit, public safety officers will maintain universal precautions, perform patient assessment, and determine unresponsiveness, absence of breathing and or no pulse.

(b) Public Safety Officer(s) will provide status update to their supervisor that they are handling a potential overdose situation.

(c) Public Safety officer (s) or front office staff will call 911 and request paramedics for a medical emergency.

(d) Public Safety Officer (s) shall follow the protocol as outlined in the Nasal Narcan training they received at https://www.narcan.com/first-responders/law-enforcement-roll-call-video in accordance with Coast Community College District Health Guidelines.

(e) Public Safety Officer(s) will remain with the subject to whom the Narcan was administered in order to render first aid as necessary until emergency medical personnel arrive on scene.

317.5 MAINTENANCE AND REPLACEMENT

(a) Each Public Safety Officer will be responsible for inspecting the Narcan Kit assigned to their patrol unit for any signs of damage and to ensure the kit has not expired.
(b) The Director of Public Safety will contact the Golden West College Student Health Center Director (or Health Center staff) for replacement of any kits that are found to be expired, damaged, or when a kit is administered.

(c) If a kit is lost or found to be damaged or expired, the public safety officer shall report this to his/her supervisor and notify the Golden West College Student Health Center Director (or Health Center staff) for a new replacement kit.

(d) In the event Narcan is administered, the appropriate documentation shall be completed as outline in 317.6. The Public safety Officer shall receive a replacement Narcan kit as soon as reasonably possible.

### 317.6 SIGNS AND SYMPTOM OF AN OPIOID OVERDOSE

Typical signs of an opioid overdose include:

(a) Airway
   - Dangerously slow, shallow or stopped breathing
   - Choking or gurgling sounds

(b) Central Nervous System
   - Does not respond to voice/touch, or will not wake up
   - Falling asleep or loss of consciousness
   - Limp body
   - Small, constricted pinpoint pupils

(c) Cardiovascular
   - Weak, slow pulse
   - Pale, blue, or cold skin, fingernails and lips are turning blue
   - Hypotension

### 317.7 DOCUMENTATION OF USE

When Narcan is administered, an incident report will be generated to document the medical aid. Public Safety Officer(s) will include all pertinent incident information in the narrative.
Chapter 4 - Patrol Operations
Patrol Function

400.1 PURPOSE AND SCOPE
The purpose of this protocol is to define the patrol function and address intraorganizational cooperation and information sharing.

400.2 INFORMATION SHARING
To the extent feasible, all information relevant to the mission of the Department should be shared among all divisions and specialized units on a timely basis. Members should be provided with opportunities on a regular basis to share information during the daily N/As and to attend N/As of other divisions or specialized units.

Additionally, information should be shared with outside agencies and the public in conformance with department policies and applicable laws. Members are encouraged to share information with other units and divisions.

400.3 CROWDS, EVENTS AND GATHERINGS
Public Safety Officers may encounter gatherings of people, including but not limited to, civil demonstrations, civic, social and business events, public displays, parades and sporting events. Public Safety Officers should monitor such events as time permits in an effort to keep the peace and protect the safety and rights of those present. A patrol supervisor should be notified when it becomes reasonably foreseeable that such an event may require increased monitoring, contact or intervention.

Public Safety Officers responding to an event or gathering that warrants law enforcement involvement should carefully balance the speech and association rights of those present with applicable public safety concerns before taking enforcement action.

Generally, public safety officers should consider seeking compliance through advisements and warnings for minor violations and should reserve greater enforcement options for more serious violations or when voluntary compliance with the law is not achieved.

Public Safety Officers are encouraged to contact organizers or responsible persons to seek voluntary compliance that may address relevant public safety/order concerns.

Public Safety Officers should consider enforcement of applicable state and local laws, such as Penal Code 602.1 (obstructing or intimidating business operators), when the activity blocks the entrance or egress of a facility or location and when voluntary compliance with the law is not achieved.

400.4 FUNCTION
Patrol will generally be conducted by uniformed public safety officers in clearly marked law enforcement vehicles in assigned jurisdictional areas of Coast Community College District. The function of patrol is to respond to calls for assistance and reports of criminal activity, act as a
**Patrol Function**

deterrent to crime, enforce state and local laws, identify community needs, provide support and assistance to the community and respond to emergencies.

Patrol services include, but are not limited to:

(a) Responding to emergency calls for service.
(b) Apprehending criminal offenders.
(c) Providing mutual aid and assistance to other agencies for emergency and law enforcement-related activities.
(d) Preventing criminal acts, traffic violations and collisions, maintaining public order and discovering hazardous situations or conditions.
(e) Responding to reports of criminal and non-criminal acts.
(f) Responding to routine calls for service, such as public assistance or public safety.
(g) Carrying out crime prevention activities such as residential inspections, business inspections and community presentations.
(h) Carrying out community oriented policing and problem-solving activities including the application of resources to improve or resolve specific problems or situations and contacting or assisting members of the public in a positive way.
(i) Directing and controlling traffic.

**400.5 PROTOCOL**
The Coast Community College District Police Department provides patrol services 24 hours a day, seven days a week and will prioritize responses to requests for emergency services using available resources to enhance the safety of the public and department members.
Bias-Based Policing

401.1 PURPOSE AND SCOPE
This protocol provides guidance to department members that affirms the Coast Community College District Police Department’s commitment to policing that is fair and objective.

Nothing in this protocol prohibits the use of specified characteristics in law enforcement activities designed to strengthen the department’s relationship with its diverse communities (e.g., cultural and ethnicity awareness training, youth programs, community group outreach, partnerships).

401.1.1 DEFINITIONS
Definitions related to this protocol include:

Bias-based policing - An inappropriate reliance on characteristics such as race, ethnicity, national origin, religion, sex, sexual orientation, gender identity or expression, economic status, age, cultural group, disability or affiliation with any non-criminal group (protected characteristics) as the basis for providing differing law enforcement service or enforcement (Penal Code § 13519.4).

401.2 PROTOCOL
The Coast Community College District Police Department is committed to providing law enforcement services to the campus community with due regard for the racial, cultural or other differences of those served. It is the protocol of this department to provide public safety services and to enforce the law equally, fairly, objectively and without discrimination toward any individual or group.

401.3 BIAS-BASED POLICING PROHIBITED
Bias-based policing is strictly prohibited.

However, nothing in this policy is intended to prohibit a public safety officer from considering protected characteristics in combination with credible, timely and distinct information connecting a person or people of a specific characteristic to a specific unlawful incident, or to specific unlawful incidents, specific criminal patterns or specific schemes.

401.4 MEMBER RESPONSIBILITIES
Every member of this department shall perform his/her duties in a fair and objective manner and is responsible for promptly reporting any suspected or known instances of bias-based policing to a supervisor. Members should, when reasonable to do so, intervene to prevent any biased-based actions by another member.

401.4.1 REASON FOR CONTACT
Public Safety Officers contacting a person shall be prepared to articulate sufficient reason for the contact, independent of the protected characteristics of the individual.
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To the extent that written documentation would otherwise be completed (e.g., incident report, field interview (FI) card), the involved public safety officer should include those facts giving rise to the contact, as applicable.

Except for required data-collection forms or methods, nothing in this policy shall require any public safety officer to document a contact that would not otherwise require reporting.

401.5 SUPERVISOR RESPONSIBILITIES
Supervisors should monitor those individuals under their command for compliance with this policy and shall handle any alleged or observed violations in accordance with the District Policy.

(a) Supervisors should discuss any issues with the involved public safety officer and his/her supervisor in a timely manner.
   1. Supervisors should document these discussions, in the prescribed manner.

(b) 1. Supervisors should document these periodic reviews.
   2. Recordings or data that capture a potential instance of bias-based policing should be appropriately retained for administrative investigation purposes.

(c) Supervisors shall initiate investigations of any actual or alleged violations of this policy.

(d) Supervisors should take prompt and reasonable steps to address any retaliatory action taken against any member of this department who discloses information concerning bias-based policing.

401.6 REPORTING TO CALIFORNIA DEPARTMENT OF JUSTICE
The N/A Manager shall ensure that all data required by the California Department of Justice (DOJ) regarding complaints of racial bias against public safety officers is collected and provided to the N/A for required reporting to the DOJ (Penal Code § 13012; Penal Code § 13020). This reporting to California DOJ applies only to sworn peace officers.

401.7 ADMINISTRATION
Each year, the N/A Director of Public Safety should review the efforts of the Department to provide fair and objective policing and submit an annual report, including public concerns and complaints, to the Chief of Police.

The annual report should not contain any identifying information about any specific complaint, member of the public or public safety officers. It should be reviewed by the Chief of Police to identify any changes in training or operations that should be made to improve service.

Supervisors should review the annual report and discuss the results with those they are assigned to supervise.

401.8 TRAINING (SPECIFIC TO SWORN PEACE OFFICERS)
Training on fair and objective policing and review of this policy should be conducted as directed by the Chief of Police.
Bias-Based Policing

(a) All sworn members of this department will be scheduled to attend Peace Officer Standards and Training (POST)-approved training on the subject of bias-based policing.

(b) Pending participation in such POST-approved training and at all times, all members of this department are encouraged to familiarize themselves with and consider racial and cultural differences among members of this community.

(c) Each sworn member of this department who received initial bias-based policing training will thereafter be required to complete an approved refresher course every five years, or sooner if deemed necessary, in order to keep current with changing racial, identity and cultural trends (Penal Code § 13519.4(i)).
Crime and Disaster Scene Integrity

402.1 PURPOSE AND SCOPE
The purpose of this protocol is to provide guidance in handling a major crime or disaster.

402.2 PROTOCOL
It is the protocol of the Coast Community College District Police Department to secure crime or disaster scenes so that evidence is preserved, and to identify and mitigate the dangers associated with a major crime or disaster scene for the safety of the campus community and those required to enter or work near the scene.

402.3 SCENE RESPONSIBILITY
The first public safety officer at the scene of a crime or major incident is generally responsible for the immediate safety of the public and preservation of the scene. Public Safety Officers shall also consider officer safety and the safety of those persons entering or exiting the area, including those rendering medical aid to any injured parties. Once a public safety officer has assumed or been assigned to maintain the integrity and security of the crime or disaster scene, the public safety officer shall maintain the crime or disaster scene until he/she is properly relieved by a supervisor or other designated person.

402.4 FIRST RESPONDER CONSIDERATIONS
The following list generally describes the first responder’s function at a crime or disaster scene. This list is not intended to be all-inclusive, is not necessarily in order and may be altered according to the demands of each situation:

(a) Broadcast emergency information, including requests for additional assistance and resources.
(b) Provide for the general safety of those within the immediate area by mitigating, reducing or eliminating threats or dangers.
(c) Locate or identify suspects and determine whether dangerous suspects are still within the area.
(d) Provide first aid to injured parties if it can be done safely.
(e) Evacuate the location safely as required or appropriate.
(f) Secure the inner perimeter.
(g) Protect items of apparent evidentiary value.
(h) Secure an outer perimeter.
(i) Identify potential witnesses.
(j) Start a chronological log noting critical times and personnel allowed access.
(k) Assist local law enforcement as needed.
402.5 SEARCHES
Public Safety Officers arriving at crime or disaster scenes are often faced with the immediate need to search for and render aid to victims, and to determine if suspects are present and continue to pose a threat. Once public safety officers are satisfied that no additional suspects are present and/or there are no injured persons to be treated, those exigent circumstances will likely no longer exist. Public Safety Officers should thereafter secure the scene and conduct no further search until relieved by local law enforcement.
Hazardous Material Response

403.1 PURPOSE AND SCOPE

Hazardous materials present a potential harm to employees resulting from their exposure. To comply with 8 CCR § 5194, the following is to be the position of this department.

403.1.1 HAZARDOUS MATERIAL DEFINED

A hazardous material is a substance which by its nature, containment and reactivity, has the capability of inflicting harm during exposure; characterized as being toxic, corrosive, flammable, reactive, an irritant or strong sensitizer and thereby posing a threat to health when improperly managed.

403.2 HAZARDOUS MATERIAL RESPONSE

Employees may encounter situations involving suspected hazardous materials, such as at the scene of a traffic accident, chemical spill or fire. When employees come into contact with a suspected hazardous material, certain steps should be taken to protect themselves and citizens. The following steps should be considered at any scene involving suspected hazardous materials:

(a) Attempt to identify the type of hazardous substance. (Identification can be determined by placard, driver’s manifest or statements from the person transporting).

(b) Notify the Fire Department.

(c) Provide first-aid for injured parties if it can be done safely and without contamination.

(d) Begin evacuation of the immediate area and surrounding areas, depending on the substance. Voluntary evacuation should be considered; however, depending on the substance, mandatory evacuation may be necessary.

(e) Assist local law enforcement and fire personnel.

403.3 REPORTING EXPOSURE(S)

Department personnel who believe that they have been exposed to a hazardous material shall immediately report the exposure to a supervisor. Each exposure shall be documented by the employee in an employee memorandum that shall be forwarded via chain of command to the Commanding Officer. Should the affected employee be unable to document the exposure for any reason, it shall be the responsibility of the notified supervisor to complete the memorandum.

Injury or illness caused or believed to be caused from exposure to hazardous materials shall be reported the same as any other on-duty injury or illness in addition to a crime report or incident report.
403.3.1 SUPERVISOR RESPONSIBILITY
When a supervisor has been informed that an employee has been exposed to a hazardous material, he/she shall ensure that immediate medical treatment is obtained and appropriate action is taken to lessen the exposure.
Response to Bomb Calls

404.1 PURPOSE AND SCOPE
The purpose of this protocol is to provide guidelines to assist members of the Coast Community College District Police Department in their initial response to incidents involving explosives, explosive devices, explosion/bombing incidents or threats of such incidents. Under no circumstances should these guidelines be interpreted as compromising the safety of first responders or the public. When confronted with an incident involving explosives, safety should always be the primary consideration.

404.2 PROTOCOL
It is the protocol of the Coast Community College District Police Department to place a higher priority on the safety of persons and the public over damage or destruction to public or private property.

404.3 RECEIPT OF BOMB THREAT
Department members receiving a bomb threat should obtain as much information from the individual as reasonably possible, including the type, placement and alleged detonation time of the device.

If the bomb threat is received on a recorded line, reasonable steps should be taken to ensure that the recording is preserved in accordance with established department evidence procedures.

The member receiving the bomb threat should ensure that a supervisor is immediately advised and informed of the details. Local law enforcement shall be immediately notified.

404.4 GOVERNMENT FACILITY OR PROPERTY
A bomb threat targeting a government facility may require a different response based on the government agency.

404.4.1 COAST COMMUNITY COLLEGE DISTRICT POLICE DEPARTMENT FACILITY
If the bomb threat is against the campus, a supervisor and the Executive Leadership Team will be immediately notified. Officers will assist local law enforcement when requested to conduct a general building search or evacuation of the building or areas as directed.

404.5 FOUND DEVICE
When handling an incident involving a suspected explosive device, the following guidelines, while not all inclusive, should be followed:

(a) No known or suspected explosive item should be considered safe regardless of its size or apparent packaging.

(b) The device should not be touched or moved except by the bomb squad or military explosive ordnance disposal team.
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(c) Personnel should not transmit on any equipment that is capable of producing radio frequency energy within the evacuation area around the suspected device. This includes the following:
   1. Two-way radios
   2. Cell phones
   3. Other personal communication devices

(d) Local law enforcement will request the appropriate bomb squad or military explosive ordnance disposal team for assistance.

(e) The largest perimeter reasonably possible should initially be established around the device based upon available personnel and the anticipated danger zone.

(f) A safe access route should be provided for support personnel and equipment.

(g) Search the area for secondary devices as appropriate and based upon available resources.

(h) Consider evacuation of buildings and personnel near the device or inside the danger zone and the safest exit route.

(i) Promptly relay available information to supervision including:
   (a) The time of discovery.
   (b) The exact location of the device.
   (c) A full description of the device (e.g., size, shape, markings, construction).
   (d) The anticipated danger zone and perimeter.
   (e) The areas to be evacuated or cleared.

404.6 EXPLOSION/BOMBING INCIDENTS
When an explosion has occurred, there are multitudes of considerations which may confront the responding public safety officers. As in other catastrophic events, a rapid response may help to minimize injury to victims, minimize contamination of the scene by gathering crowds, or minimize any additional damage from fires or unstable structures.

404.6.1 CONSIDERATIONS
Public Safety Officers responding to explosions, whether accidental or a criminal act, should consider the following actions:

(a) Assess the scope of the incident, including the number of victims and extent of injuries.

(b) Request additional personnel, local law enforcement and fire resources, as appropriate.

(c) Assist with first aid.

(d) Identify and take appropriate precautions to mitigate scene hazards, such as collapsed structures, bloodborne pathogens and hazardous materials.

(e) Assist with the safe evacuation of victims, if possible.
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(f) Establish an inner perimeter to include entry points and evacuation routes. Search for additional or secondary devices.

(g) Preserve evidence.

(h) Establish an outer perimeter and evacuate if necessary.

(i) Identify witnesses.

404.6.2 NOTIFICATIONS

When an explosion has occurred, the following people should be notified as appropriate:

- Police department
- Fire department
- Additional Public Safety resources
- Supervisor
- Local law enforcement will request assistance from other agencies, including local, state or federal agencies, such as the FBI and the Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF)
- Other government agencies, as appropriate

404.6.3 CROWD CONTROL

Only authorized members with a legitimate need should be permitted access to the scene. Spectators and other unauthorized individuals should be restricted to a safe distance as is reasonably practicable given the available resources and personnel.

404.6.4 PRESERVATION OF EVIDENCE

As in any other crime scene, steps should immediately be taken to preserve the scene. The N/A should assign public safety officers to protect the crime scene area, which could extend over a long distance. Consideration should be given to the fact that evidence may be imbedded in nearby structures or hanging in trees and bushes.
Crisis Intervention Incidents

405.1 PURPOSE AND SCOPE
This protocol provides guidelines for interacting with those who may be experiencing a mental health or emotional crisis. Interaction with such individuals has the potential for miscommunication and violence. It often requires a public safety officer to make difficult judgments about a person’s mental state and intent in order to effectively and legally interact with the individual.

405.1.1 DEFINITIONS
Definitions related to this policy include:

**Person in crisis** - A person whose level of distress or mental health symptoms have exceeded the person’s internal ability to manage his/her behavior or emotions. A crisis can be precipitated by any number of things, including an increase in the symptoms of mental illness despite treatment compliance; non-compliance with treatment, including a failure to take prescribed medications appropriately; or any other circumstance or event that causes the person to engage in erratic, disruptive or dangerous behavior that may be accompanied by impaired judgment.

405.2 PROTOCOL
The Coast Community College District Police Department is committed to providing a consistently high level of service to all members of the campus community and recognizes that persons in crisis may benefit from intervention. The Department will collaborate, where feasible, with mental health professionals to develop an overall intervention strategy to guide its members’ interactions with those experiencing a mental health crisis. This is to ensure equitable and safe treatment of all involved.

405.3 SIGNS
Members should be alert to any of the following possible signs of mental health issues or crises:

(a) A known history of mental illness
(b) Threats of or attempted suicide
(c) Loss of memory
(d) Incoherence, disorientation or slow response
(e) Delusions, hallucinations, perceptions unrelated to reality or grandiose ideas
(f) Depression, pronounced feelings of hopelessness or uselessness, extreme sadness or guilt
(g) Social withdrawal
(h) Manic or impulsive behavior, extreme agitation, lack of control
(i) Lack of fear
(j) Anxiety, aggression, rigidity, inflexibility or paranoia
Members should be aware that this list is not exhaustive. The presence or absence of any of these should not be treated as proof of the presence or absence of a mental health issue or crisis.

405.4 FIRST RESPONDERS
Safety is a priority for first responders. It is important to recognize that individuals under the influence of alcohol, drugs or both may exhibit symptoms that are similar to those of a person in a mental health crisis. These individuals may still present a serious threat to public safety officers; such a threat should be addressed with reasonable tactics. Nothing in this policy shall be construed to limit a public safety officer’s authority to use reasonable force when interacting with a person in crisis.

Public Safety Officers are reminded that mental health issues, mental health crises and unusual behavior alone are not criminal offenses. Individuals may benefit from treatment as opposed to incarceration.

A public safety officer responding to a call involving a person in crisis should:

(a) Promptly assess the situation independent of reported information and make a preliminary determination regarding whether a mental health crisis may be a factor.

(b) Request available backup public safety officers and assistance from law enforcement and/or fire personnel as deemed necessary and, if it is reasonably believed that the person is in a crisis situation, use conflict resolution and de-escalation techniques to stabilize the incident as appropriate.

(c) Take into account the person’s mental and emotional state and potential inability to understand commands or to appreciate the consequences of his/her action or inaction, as perceived by the public safety officer.

(d) Secure the scene and clear the immediate area as necessary.

(e) Employ tactics to preserve the safety of all participants.

(f) Determine the nature of any crime.

(g) Request a supervisor, as warranted.

(h) Evaluate any available information that might assist in determining cause or motivation for the person’s actions or stated intentions.

(i) If circumstances reasonably permit, consider and employ alternatives to force.

405.5 DE-ESCALATION
Public Safety Officers should consider that taking no action or passively monitoring the situation may be the most reasonable response to a mental health crisis.

Once it is determined that a situation is a mental health crisis and immediate safety concerns have been addressed, responding members should be aware of the following considerations and should generally:

- Evaluate safety conditions.
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- Introduce themselves and attempt to obtain the person’s name.
- Be patient, polite, calm, courteous and avoid overreacting.
- Speak and move slowly and in a non-threatening manner.
- Moderate the level of direct eye contact.
- Remove distractions or disruptive people from the area.
- Demonstrate active listening skills (e.g., summarize the person’s verbal communication).
- Provide for sufficient avenues of retreat or escape should the situation become volatile.

Responding public safety officers generally should not:
- Use stances or tactics that can be interpreted as aggressive.
- Allow others to interrupt or engage the person.
- Corner a person who is not believed to be armed, violent or suicidal.
- Argue, speak with a raised voice or use threats to obtain compliance.

RESPONSES:
- If the individual presents a significant safety risk to Public Safety Officers or others on campus, local law enforcement shall be immediately summoned.
- If the Student Health Center is open, the individual is a student and voluntarily agrees to meet with health center staff they should be escorted to the Health Center.
- If Health Center staff are unavailable and the subject has expressed suicidal ideation, the police department shall be requested.
- If the subject is a student, an Incident Report shall be submitted to BAT.
- If the police are summoned and the individual is removed from campus, a DR shall be completed.

405.6 SUPERVISOR RESPONSIBILITIES
A supervisor should respond to the scene of any interaction with a person in crisis. Responding supervisors should:

(a) Attempt to secure appropriate and sufficient resources.
(b) Closely monitor any use of force, including the use of restraints, and ensure that those subjected to the use of force are provided with timely access to medical care (see the Handcuffing and Restraints Policy).
(c) Consider strategic disengagement. Absent an imminent threat to the public and, as circumstances dictate, this may include removing or reducing law enforcement resources or engaging in passive monitoring.
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(d) Ensure that all reports are completed and that incident documentation uses appropriate terminology and language.

(e) Conduct an after-action tactical and operational debriefing, and prepare an after-action evaluation of the incident to be forwarded to the Director of Public Safety.

405.7 INCIDENT REPORTING
Members engaging in any oral or written communication associated with a mental health crisis should be mindful of the sensitive nature of such communications and should exercise appropriate discretion when referring to or describing persons and circumstances.

Members having contact with a person in crisis should keep related information confidential, except to the extent that revealing information is necessary to conform to department reporting procedures or other official mental health or medical proceedings.

405.8 INTERACTION WITH PEOPLE IN CRISIS
Civilian members may be required to interact with persons in crisis in an administrative capacity, such as dispatching, records request, and animal control issues.

(a) Members should treat all individuals equally and with dignity and respect.

(b) If a member believes that he/she is interacting with a person in crisis, he/she should proceed patiently and in a calm manner.

(c) Members should be aware and understand that the person may make unusual or bizarre claims or requests.

If a person’s behavior makes the member feel unsafe, if the person is or becomes disruptive or violent, or if the person acts in such a manner as to cause the member to believe that the person may be harmful to him/herself or others, a public safety officer should be promptly summoned to provide assistance.

405.9 TRAINING
In coordination with the mental health community and appropriate stakeholders, the Department will develop and provide comprehensive education and training to all department members to enable them to effectively interact with persons in crisis.

This department will endeavor to provide Peace Officer Standards and Training (POST)-approved advanced officer training on interaction with persons with mental disabilities, welfare checks and crisis intervention (Penal Code § 11106.4; Penal Code § 13515.25; Penal Code § 13515.27; Penal Code § 13515.30).
Mental Illness Commitments

406.1 PURPOSE AND SCOPE
This protocol provides guidelines for when sworn peace officers may take a person into custody for psychiatric evaluation and treatment (5150 commitment) (Welfare and Institutions Code § 5150).

406.2 PROTOCOL
It is the protocol of the Coast Community College District Police Department to protect the public and individuals through legal and appropriate use of the 72-hour treatment and evaluation commitment (5150 commitment) process.

406.3 AUTHORITY
A sworn peace officer having probable cause may take a person into custody and place the person in an approved mental health facility for 72-hour treatment and evaluation when the public safety officer believes that, as a result of a mental disorder, the person is a danger to him/herself or others or the person is gravely disabled (Welfare and Institutions Code § 5150; Welfare and Institutions Code § 5585.50).

When determining whether to take a person into custody, public safety officers are not limited to determining the person is an imminent danger and shall consider reasonably available information about the historical course of the person’s mental disorder, which may include evidence presented from any of the following (Welfare and Institutions Code § 5150; Welfare and Institutions Code § 5150.05):

(a) An individual who is providing or has provided mental health treatment or related support services to the person
(b) A family member
(c) The person subject to the determination or anyone designated by the person

406.3.1 VOLUNTARY EVALUATION
If an officer encounters an individual who may qualify for a 5150 commitment, he/she may inquire as to whether the person desires to voluntarily be evaluated at an appropriate facility. If the person so desires, the public safety officers should:

(a) Contact the Health Center for assistance.
(b) Contact local law enforcement for assistance.

406.4 TRAINING
This department will endeavor to provide Peace Officer Standards and Training (POST)-approved advanced officer training on interaction with persons with mental disabilities, 5150 commitments and crisis intervention.
Chapter 5 - Traffic Operations
Traffic Citations

505.1 PURPOSE AND SCOPE
This policy outlines the responsibility for traffic citations, the procedure for dismissal, correction, and voiding of traffic citations.

505.2 RESPONSIBILITIES
The N/A shall be responsible for the development and design of all Department traffic citations in compliance with state law and the Judicial Council.

The N/A shall be responsible for the supply and accounting of all traffic citations issued to employees of this department.

505.3 DISMISSAL OF TRAFFIC CITATIONS
Employees of this department do not have the authority to dismiss a citation once it has been issued. Only the court has the authority to dismiss a citation that has been issued (Vehicle Code § 40500(d)). Any request from a recipient to dismiss a citation shall be referred to the Traffic Bureau Manager. Upon a review of the circumstances involving the issuance of the traffic citation, the Traffic Bureau Manager may request the N/A Director of Public Safety to recommend dismissal of the traffic citation. If approved, the citation will be forwarded to the appropriate court with a request for dismissal. All recipients of traffic citations whose request for the dismissal of a traffic citation has been denied shall be referred to the appropriate court.

Should a public safety officer determine during a court proceeding that a traffic citation should be dismissed in the interest of justice or where prosecution is deemed inappropriate the public safety officer may request the court to dismiss the citation. Upon dismissal of the traffic citation by the court, the public safety officer shall notify his/her immediate supervisor of the circumstances surrounding the dismissal and shall complete any paperwork as directed or required. The citation dismissal shall then be forwarded to the N/A Director of Public Safety for review.

505.4 VOIDING TRAFFIC CITATIONS
Voiding a traffic citation may occur when a traffic citation has not been completed or where it is completed, but not issued. All copies of the citation shall be presented to a supervisor to approve the voiding of the citation. The citation and copies shall then be forwarded to the Traffic Bureau.

505.5 CORRECTION OF TRAFFIC CITATIONS
When a traffic citation is issued and in need of correction, the public safety officer issuing the citation shall submit the citation and a letter requesting a specific correction to his/her immediate supervisor. The citation and letter shall then be forwarded to the Traffic Bureau. The Traffic Bureau shall prepare a letter of correction to the court having jurisdiction and to the recipient of the citation.
505.6 DISPOSITION OF TRAFFIC CITATIONS
The court and file copies of all traffic citations issued by members of this department shall be forwarded to the employee’s immediate supervisor for review. The citation copies shall then be filed with the N/A.

Upon separation from employment with this department, all employees issued traffic citation books shall return any unused citations to the N/A.

505.7 NOTICE OF PARKING VIOLATION APPEAL PROCEDURE
Disposition of notice of parking violation appeals is conducted pursuant to Vehicle Code § 40215.

505.7.1 APPEAL STAGES
Appeals may be pursued sequentially at three different levels (Vehicle Code § 40215; Vehicle Code § 40230):

(a) Administrative reviews are conducted by the Traffic Bureau who will review written/documentary data. Requests for administrative reviews are available at the front desk or Traffic Bureau of the Coast Community College District Police Department. These requests are informal written statements outlining why the notice of parking violation should be dismissed. Copies of documentation relating to the notice of parking violation and the request for dismissal must be mailed to the current mailing address of the processing agency.

(b) If the appellant wishes to pursue the matter beyond administrative review, an administrative hearing may be conducted in person or by written application, at the election of the appellant. Independent referees review the existent administrative file, amendments, and/or testimonial material provided by the appellant and may conduct further investigation or follow-up on their own.

(c) If the appellant wishes to pursue the matter beyond an administrative hearing, a Superior Court review may be presented in person by the appellant after an application for review and designated filing fees have been paid to the Superior Court of California.

505.7.2 TIME REQUIREMENTS
Administrative review or appearance before a hearing examiner will not be provided if the mandated time limits are not adhered to by the violator.

(a) Requests for an administrative review must be postmarked within 21 calendar days of issuance of the notice of parking violation, or within 14 calendar days of the mailing of the Notice of Delinquent Parking Violation (Vehicle Code § 40215(a)).

(b) Requests for administrative hearings must be made no later than 21 calendar days following the notification mailing of the results of the administrative review (Vehicle Code § 40215(b)).

(c) An administrative hearing shall be held within 90 calendar days following the receipt of a request for an administrative hearing, excluding time tolled pursuant to Vehicle Code § 40200 - 40225. The person requesting the hearing may request one continuance, not to exceed 21 calendar days (Vehicle Code § 40215).
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(d) Registered owners of vehicles may transfer responsibility for the violation via timely affidavit of non-liability when the vehicle has been transferred, rented or under certain other circumstances (Vehicle Code § 40209; Vehicle Code § 40210).

505.7.3 COSTS

(a) There is no cost for an administrative review.

(b) Appellants must deposit the full amount due for the citation before receiving an administrative hearing, unless the person is indigent, as defined in Vehicle Code § 40220, and provides satisfactory proof of inability to pay (Vehicle Code § 40215).

(c) An appeal through Superior Court requires prior payment of filing costs, including applicable court charges and fees. These costs will be reimbursed to the appellant in addition to any previously paid fines if appellant's liability is overruled by the Superior Court.

505.8 JUVENILE CITATIONS

Completion of traffic citation forms for juveniles may vary slightly from the procedure for adults. The juvenile’s age, place of residency, and the type of offense should be considered before issuing the juvenile a citation.
Chapter 6 - Investigation Operations
Sexual Assault Investigations

601.1 PURPOSE AND SCOPE
The purpose of this policy is to establish guidelines for the investigation of sexual assaults. These guidelines will address some of the unique aspects of such cases and the effects that these crimes have on the victims.

Mandatory notifications requirements are addressed in the Child Abuse and Adult Abuse policies.

601.1.1 DEFINITIONS
Definitions related to this policy include:

Sexual assault - Any crime or attempted crime of a sexual nature, to include but not limited to offenses defined in Penal Code § 243.4, Penal Code § 261 et seq., and Penal Code § 285 et seq.

Sexual Assault Response Team (SART) - A multidisciplinary team generally comprised of advocates; law enforcement officers; forensic medical examiners, including sexual assault forensic examiners (SAFEs) or sexual assault nurse examiners (SANEs) if possible; forensic laboratory personnel; and prosecutors. The team is designed to coordinate a broad response to sexual assault victims.

601.2 POLICY
It is the policy of the Coast Community College District Police Department that its members, when responding to reports of sexual assaults, will strive to minimize the trauma experienced by the victims, and will aggressively investigate sexual assaults, pursue expeditious apprehension and conviction of perpetrators, and protect the safety of the victims and the community.

601.3 QUALIFIED INVESTIGATORS
Qualified investigators should be available for assignment of sexual assault investigations. These investigators should:

(a) Have specialized training in, and be familiar with, interview techniques and the medical and legal issues that are specific to sexual assault investigations.
(b) Conduct follow-up interviews and investigation.
(c) Present appropriate cases of alleged sexual assault to the prosecutor for review.
(d) Coordinate with other enforcement agencies, social service agencies and medical personnel as needed.
(e) Provide referrals to therapy services, victim advocates and support for the victim.
(f) Participate in or coordinate with SART.
601.4 REPORTING
In all reported or suspected cases of sexual assault, a report should be written and assigned for follow-up investigation. This includes incidents in which the allegations appear unfounded or unsubstantiated.

601.5 VICTIM INTERVIEWS
The primary considerations in sexual assault investigations, which begin with the initial call to Front Counter, should be the health and safety of the victim, the preservation of evidence, and preliminary interviews to determine if a crime has been committed and to attempt to identify the suspect.

Whenever possible, a member of SART should be included in the initial victim interviews. An in-depth follow-up interview should not be conducted until after the medical and forensic examinations are completed and the personal needs of the victim have been met (e.g., change of clothes, bathing). The follow-up interview may be delayed to the following day based upon the circumstances. Whenever practicable, the follow-up interview should be conducted by a qualified investigator.

No opinion of whether the case is unfounded shall be included in the report.

Victims shall not be asked or required to take a polygraph examination (34 USC § 10451; Penal Code § 637.4).

Victims should be apprised of applicable victim’s rights provisions, as outlined in the Victim and Witness Assistance Policy.

601.5.1 VICTIM RIGHTS
Whenever there is an alleged sexual assault, the assigned public safety officer shall accomplish the following:

   (a) Advise the victim in writing of the right to have a victim advocate and a support person of the victim’s choosing present at any interview or contact by law enforcement, any other rights of a sexual assault victim pursuant to Penal Code § 680.2, and the right to have a person of the same or opposite gender present in the room during any interview with a law enforcement official unless no such person is reasonably available (Penal Code § 679.04).

   (b) If the victim is transported to a hospital for any medical evidentiary or physical examination, the public safety officer shall immediately cause the local rape victim counseling center to be notified (Penal Code § 264.2).

      1. The public safety officer shall not discourage a victim from receiving a medical evidentiary or physical examination (Penal Code § 679.04).

      2. A support person may be excluded from the examination by the public safety officer or the medical provider if his/her presence would be detrimental to the purpose of the examination (Penal Code § 264.2).
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601.5.2 VICTIM CONFIDENTIALITY
Public Safety Officers investigating or receiving a report of an alleged sex offense shall inform the victim, or the victim’s parent or guardian if the victim is a minor, that his/her name will become a matter of public record unless the victim requests that his/her name not be made public. The reporting public safety officer shall document in his/her report that the victim was properly informed and shall include any related response made by the victim, or if a minor, any response made by the victim’s parent or guardian (Penal Code § 293).

Except as authorized by law, members of this department shall not publicly disclose the name of any victim of a sex crime who has exercised his/her right to confidentiality (Penal Code § 293).

601.6 COLLECTION AND TESTING OF BIOLOGICAL EVIDENCE
Whenever possible, a SART member should be involved in the collection of forensic evidence from the victim.

When the facts of the case indicate that collection of biological evidence is warranted, it should be collected regardless of how much time has elapsed since the reported assault.

If a drug-facilitated sexual assault is suspected, urine and blood samples should be collected from the victim as soon as practicable.

Subject to requirements set forth in this policy, biological evidence from all sexual assault cases, including cases where the suspect is known by the victim, should be submitted for testing.

Victims who choose not to assist with an investigation, do not desire that the matter be investigated, or wish to remain anonymous may still consent to the collection of evidence under their control. In these circumstances, the evidence should be collected and stored appropriately.

601.6.1 COLLECTION AND TESTING REQUIREMENTS
Members investigating a sexual assault offense should take every reasonable step to ensure that DNA testing of such evidence is performed in a timely manner and within the time periods prescribed by Penal Code § 803(g). Generally, SAFE kits should be submitted to the crime lab within 20 days after being booked into evidence (Penal Code § 680).

In order to maximize the effectiveness of such testing and identify the perpetrator of any sexual assault, the assigned public safety officer shall ensure that an information profile for the SAFE kit evidence has been created in the California Department of Justice (DOJ) SAFE-T database within 120 days of collection and should further ensure that the results of any such test have been timely entered into and checked against both the DOJ Cal-DNA database and the Combined DNA Index System (CODIS) (Penal Code § 680.3).

If the assigned public safety officer determines that a SAFE kit submitted to a private laboratory for analysis has not been tested within 120 days after submission, the public safety officer shall update the SAFE-T database to reflect the reason for the delay in testing. The assigned public safety officer shall continue to update the status every 120 days thereafter until the evidence has been analyzed or the statute of limitations has run (Penal Code § 680.3).
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If, for any reason, DNA evidence in a sexual assault case in which the identity of the perpetrator is in issue and is not going to be analyzed within 18 months of the crime, the assigned public safety officer shall notify the victim of such fact in writing no less than 60 days prior to the expiration of the 18-month period (Penal Code § 680(d)).

Additional guidance regarding evidence retention and destruction is found in the Property and Evidence Policy.

601.6.2 DNA TEST RESULTS
A SART member should be consulted regarding the best way to deliver biological testing results to a victim so as to minimize victim trauma, especially in cases where there has been a significant delay in getting biological testing results (e.g., delays in testing the evidence or delayed DNA databank hits). Members should make reasonable efforts to assist the victim by providing available information on local assistance programs and organizations as provided in the Victim and Witness Assistance Policy.

(a) Upon receipt of a written request from a sexual assault victim or the victim’s authorized designee, members investigating sexual assault cases shall inform the victim of the status of the DNA testing of any evidence from the victim’s case (Penal Code § 680).

1. Although such information may be communicated orally, the assigned public safety officer should thereafter follow-up with and retain a copy of confirmation by either written or electronic mail.

2. Absent a written request, no member of this department is required to, but may, communicate with the victim or the victim’s authorized designee regarding the status of any DNA testing.

(b) Subject to the commitment of sufficient resources to respond to requests for information, sexual assault victims shall further have the following rights (Penal Code § 680):

1. To be informed if a DNA profile of the assailant was obtained from the testing of the SAFE kit or other crime scene evidence from their case.

2. To be informed if there is a match between the DNA profile of the assailant developed from the evidence and a DNA profile contained in the DOJ Convicted Offender DNA Database, providing that disclosure would not impede or compromise an ongoing investigation.

3. To be informed if the DNA profile of the assailant developed from the evidence has been entered into the DOJ Databank of case evidence.

(c) Provided that the sexual assault victim or the victim’s authorized designee has kept the assigned public safety officer informed with regard to current address, telephone number, and email address (if available), any victim or the victim’s authorized designee shall, upon request, be advised of any known significant changes regarding the victim’s case (Penal Code § 680).
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1. Although such information may be communicated orally, the assigned public safety officer should thereafter follow-up with and retain a copy of confirmation by either written or electronic mail.

2. No public safety officer shall be required or expected to release any information which might impede or compromise any ongoing investigation.

601.7 DISPOSITION OF CASES
If the assigned investigator has reason to believe the case is without merit, the case may be classified as unfounded only upon review and approval of the Local Law Enforcement Agency supervisor.

Classification of a sexual assault case as unfounded requires the Local Law Enforcement Agency supervisor to determine that the facts have significant irregularities with reported information and that the incident could not have happened as it was reported. When a victim has recanted his/her original statement, there must be corroborating evidence that the allegations were false or baseless (i.e., no crime occurred) before the case should be determined as unfounded.

601.8 CASE REVIEW
The Local Law Enforcement Agency supervisor should ensure case dispositions are reviewed on a periodic basis, at least annually, using an identified group that is independent of the investigation process. The reviews should include an analysis of:

- Case dispositions.
- Decisions to collect biological evidence.
- Submissions of biological evidence for lab testing.

The SART and/or victim advocates should be considered for involvement in this audit. Summary reports on these reviews should be forwarded through the chain of command to the Chief of Police.

601.9 RELEASING INFORMATION TO THE PUBLIC
In cases where the perpetrator is not known to the victim, and especially if there are multiple crimes where more than one appear to be related, consideration should be given to releasing information to the public whenever there is a reasonable likelihood that doing so may result in developing helpful investigative leads. The Local Law Enforcement Agency supervisor should weigh the risk of alerting the suspect to the investigation with the need to protect the victim and the public, and to prevent more crimes.

601.10 TRAINING
Subject to available resources, periodic training will be provided to:

(a) Members who are first responders. Training should include:

1. Initial response to sexual assaults.
2. Legal issues.
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3. Victim advocacy.
4. Victim’s response to trauma.

(b) Qualified investigators who should receive advanced training on additional topics. Advanced training should include:
1. Interviewing sexual assault victims.
2. SART.
3. Medical and legal aspects of sexual assault investigations.
4. Serial crimes investigations.
5. Use of community and other federal and state investigative resources, such as the Violent Criminal Apprehension Program (ViCAP).
6. Techniques for communicating with victims to minimize trauma.
Chapter 7 - Equipment
Department Owned and Personal Property

700.1 PURPOSE AND SCOPE
Department employees are expected to properly care for department property assigned or entrusted to them. Employees may also suffer occasional loss or damage to personal or department property while performing their assigned duty. Certain procedures are required depending on the loss and ownership of the item.

700.2 CARE OF DEPARTMENT PROPERTY
Employees shall be responsible for the safekeeping, serviceable condition, proper care, use and replacement of department property assigned or entrusted to them. An employee's intentional or negligent abuse or misuse of department property may lead to discipline.

(a) Employees shall promptly report through their chain of command, any loss, damage to, or unserviceable condition of any department issued property or equipment assigned for their use.

(b) The use of damaged or unserviceable department property should be discontinued as soon as practical and replaced with comparable Department property as soon as available and following notice to a supervisor.

(c) Except when otherwise directed by competent authority or required by exigent circumstances, department property shall only be used by those to whom it was assigned. Use should be limited to official purposes and in the capacity for which it was designed.

(d) Department property shall not be thrown away, sold, traded, donated, destroyed, or otherwise disposed of without proper authority.

(e) In the event that any Department property becomes damaged or unserviceable, no employee shall attempt to repair the property without prior approval of a supervisor.

700.3 LOSS OR DAMAGE OF PROPERTY OF ANOTHER
Public Safety Officers and other employees intentionally or unintentionally may cause damage to the real or personal property of another while performing their duties. Any employee who damages or causes to be damaged any real or personal property of another while performing any public safety functions, shall report it as provided below.

(a) A verbal report shall be made to the employee's immediate supervisor as soon as circumstances permit.

(b) A written report shall be submitted before the employee goes off duty or within the time frame directed by the supervisor to whom the verbal report is made.
Personal Communication Devices

701.1 PURPOSE AND SCOPE
The purpose of this policy is to establish guidelines for the use of mobile telephones and communication devices, whether issued or funded by the Department or personally owned, while on-duty or when used for authorized work-related purposes.

This policy generically refers to all such devices as Personal Communication Devices (PCDs) but is intended to include all mobile telephones, personal digital assistants (PDAs), wireless capable tablets and similar wireless two-way communications and/or portable Internet access devices. PCD use includes, but is not limited to, placing and receiving calls, text messaging, blogging and microblogging, emailing, using video or camera features, playing games and accessing sites or services on the Internet.

701.2 PROTOCOL
The Coast Community College District Police Department allows members to utilize department-issued or funded PCDs and to possess personally owned PCDs in the workplace, subject to certain limitations. Any PCD used while on-duty, or used off-duty in any manner reasonably related to the business of the Department, will be subject to monitoring and inspection consistent with the standards set forth in this protocol.

The inappropriate use of a PCD while on-duty may impair officer safety. Additionally, members are advised and cautioned that the use of a personally owned PCD either on-duty or after duty hours for business-related purposes may subject the member and the member’s PCD records to civil or criminal discovery or disclosure under applicable public records laws.

Members who have questions regarding the application of this policy or the guidelines contained herein are encouraged to seek clarification from supervisory personnel.

701.3 PRIVACY EXPECTATION
Members forfeit any expectation of privacy with regard to any communication accessed, transmitted, received or reviewed on any PCD issued or funded by the Department and shall have no expectation of privacy in their location should the device be equipped with location detection capabilities (see the Information Technology Use Policy for additional guidance).

701.3.1 CALIFORNIA ELECTRONIC COMMUNICATIONS PRIVACY ACT (CALECPA)
No member is authorized to be the sole possessor of a department-issued PCD. Department-issued PCDs can be retrieved, reassigned, accessed or used by any member as directed by a supervisor without notice. Member use of a department-issued PCD and use of a personal PCD at work or for work-related business constitutes specific consent for access for department purposes. Prior to conducting an administrative search of a PCD, supervisors should consult legal counsel to ensure access is consistent with CalECPA (Penal Code § 1546; Penal Code § 1546.1).
701.4 DEPARTMENT-ISSUED PCD
Depending on a member’s assignment and the needs of the position, the Department may, at its discretion, issue or fund a PCD. Department-issued or funded PCDs are provided as a convenience to facilitate on-duty performance only. Such devices and the associated telephone number shall remain the sole property of the Department and shall be subject to inspection or monitoring (including all related records and content) at any time without notice and without cause. Unless a member is expressly authorized by the Chief of Police or the authorized designee for off-duty use of the PCD, the PCD will either be secured in the workplace at the completion of the tour of duty or will be turned off when leaving the workplace.

701.5 PERSONALLY OWNED PCD
Members may carry a personally owned PCD while on-duty, subject to the following conditions and limitations:

(a) Permission to carry a personally owned PCD may be revoked if it is used contrary to provisions of this protocol.

(b) The Department accepts no responsibility for loss of or damage to a personally owned PCD.

(c) The PCD and any associated services shall be purchased, used and maintained solely at the member’s expense.

(d) The device should not be used for work-related purposes except in exigent circumstances (e.g., unavailability of radio communications). Members will have a reduced expectation of privacy when using a personally owned PCD in the workplace and have no expectation of privacy with regard to any department business-related communication.

   1. Members may use personally owned PCDs on-duty for routine administrative work as authorized by the Chief of Police.

   (e) The device shall not be utilized to record or disclose any business-related information, including photographs, video or the recording or transmittal of any information or material obtained or made accessible as a result of employment with the Department, without the express authorization of the Chief of Police or the authorized designee.

   (f) Use of a personally owned PCD while at work or for work-related business constitutes consent for the Department to access the PCD to inspect and copy data to meet the needs of the Department, which may include litigation, public records retention and release obligations and internal investigations. If the PCD is carried on-duty, members will provide the Department with the telephone number of the device.

   (g) All work-related documents, emails, photographs, recordings or other public records created or received on a member’s personally owned PCD should be transferred to the Coast Community College District Police Department and deleted from the member’s PCD as soon as reasonably practicable but no later than the end of the member’s shift.

Except with prior express authorization from their supervisor, members are not obligated or required to carry, access, monitor or respond to electronic communications using a personally
owned PCD while off-duty. If a member is in an authorized status that allows for appropriate compensation consistent with policy or existing memorandum of understanding or collective bargaining agreements, or if the member has prior express authorization from his/her supervisor, the member may engage in business-related communications. Should members engage in such approved off-duty communications or work, members entitled to compensation shall promptly document the time worked and communicate the information to their supervisors in accordance with the CFCE Contract.

### 701.6 USE OF PCD

The following protocols shall apply to all PCDs that are carried while on-duty or used to conduct department business:

(a) A PCD shall not be carried in a manner that allows it to be visible while in uniform, unless it is in an approved carrier.

(b) A PCD may not be used to conduct personal business while on-duty, except for brief personal communications (e.g., informing family of extended hours). Members shall endeavor to limit their use of PCDs to authorized break times, unless an emergency exists.

(c) Members may use a PCD to communicate with other personnel in situations where the use of radio communications is either impracticable or not feasible. PCDs should not be used as a substitute for, as a way to avoid, or in lieu of regular radio communications.

(d) Members are prohibited from taking pictures, audio or video recordings or making copies of any such picture or recording media unless it is directly related to official department business. Disclosure of any such information to any third party through any means, without the express authorization of the Chief of Police or the authorized designee, may result in discipline.

(e) Members will not access social networking sites for any purpose that is not official department business.

(f) Using PCDs to harass, threaten, coerce or otherwise engage in inappropriate conduct with any third party is prohibited. Any member having knowledge of such conduct shall promptly notify a supervisor.

### 701.7 OFFICIAL USE

Members are reminded that PCDs are not secure devices and conversations may be intercepted or overheard. Caution should be exercised while utilizing PCDs to ensure that sensitive information is not inadvertently transmitted. As soon as reasonably possible, members shall conduct sensitive or private communications on a land-based or other department communications network.

### 701.8 USE WHILE DRIVING

The use of a PCD while driving can adversely affect safety, cause unnecessary distractions and present a negative image to the public. Public Safety Officers operating emergency vehicles
should restrict the use of these devices to matters of an urgent nature and should, where practicable, stop the vehicle at an appropriate location to use the PCD.

Members who are operating department vehicles that are not authorized emergency vehicles shall not use a PCD while driving unless the device is specifically designed and configured to allow hands-free use. In an emergency, a wireless phone may be used to place an emergency call to the Department or other emergency services agency (Vehicle Code § 23123; Vehicle Code § 23123.5). Hands-free use should be restricted to business-related calls or calls of an urgent nature.
Vehicle Maintenance

702.1 PURPOSE AND SCOPE
Employees are responsible for assisting in maintaining Department vehicles so that they are properly equipped, properly maintained, properly refueled and present a clean appearance.

702.2 DEFECTIVE VEHICLES
When a department vehicle becomes inoperative or in need of repair that affects the safety of the vehicle, that vehicle shall be removed from service for repair. Officers shall immediately notify their supervisor so the repair(s) can be coordinated.

702.2.1 DAMAGE OR POOR PERFORMANCE
Vehicles that may have been damaged, or perform poorly shall be removed from service for inspections and repairs as soon as practicable.

702.3 VEHICLE EQUIPMENT
Certain items shall be maintained in all department vehicles for emergency purposes and to perform routine duties.

702.3.1 PATROL VEHICLES
Public Safety Officers shall inspect the patrol vehicle at the beginning of the shift and ensure that the following equipment, at a minimum, is present in the vehicle:

- 1 Traffic Safety Vest
- AED
- Vehicle Charger
- First Aid Kit
- Rolls of Yellow Caution Tape
- "Slim Jim" Tool

702.4 VEHICLE REFUELING
Absent emergency conditions or supervisor approval, public safety officers driving patrol vehicles shall not place a vehicle in service that has less than one-quarter tank of fuel. Vehicles shall only be refueled at the authorized location.

702.5 WASHING OF VEHICLES
All units shall be kept clean at all times and weather conditions permitting, shall be washed as necessary to enhance their appearance.

Employees using a vehicle shall remove any trash or debris at the end of their shift. Confidential material should be placed in a designated receptacle provided for the shredding of this matter.
Vehicle Use

703.1 PURPOSE AND SCOPE
The purpose of this policy is to establish a system of accountability to ensure department vehicles are used appropriately. This policy provides guidelines for on-duty use of department vehicles.

703.2 POLICY
The Coast Community College District Police Department provides vehicles for department-related business and may assign patrol or other vehicles based on a determination of operational efficiency, economic impact to the Department, requirements for tactical deployments and other considerations.

703.3 USE OF VEHICLES
703.3.1 SHIFT ASSIGNED VEHICLES
Each officer shall ensure they record their assigned vehicle on their daily activity log.

703.3.2 OTHER USE OF VEHICLES
Members utilizing a vehicle for any purpose other than their normally assigned duties or normal vehicle assignment (e.g., transportation to training, community event) shall first notify their supervisor.

703.3.3 INSPECTIONS
Members shall be responsible for inspecting the interior and exterior of any assigned vehicle before taking the vehicle into service and at the conclusion of their shifts. Any previously unreported damage, mechanical problems, unauthorized contents or other problems with the vehicle shall be promptly reported to a supervisor and documented as appropriate.

The interior of any vehicle that has been used to transport any person other than a member of this department should be inspected prior to placing another person in the vehicle and again after the person is removed. This is to ensure that unauthorized or personal items have not been left in the vehicle.

703.3.4 SECURITY AND UNATTENDED VEHICLES
Unattended vehicles should be locked and secured at all times. No key should be left in the vehicle except when it is necessary that the vehicle be left running (e.g., continued activation of emergency lights, etc.). Public Safety Officers who exit a vehicle rapidly in an emergency situation or to engage in a foot pursuit must carefully balance the need to exit the vehicle quickly with the need to secure the vehicle.
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703.3.5 KEYS
Members approved to operate marked patrol vehicles should be issued a copy of the key as part of their initial equipment distribution. Members who are assigned a specific vehicle should be issued keys for that vehicle.

Members shall not duplicate keys. The loss of a key shall be promptly reported in writing through the member’s chain of command.

703.3.6 PARKING
Except when responding to an emergency or when urgent department-related business requires otherwise, members driving department vehicles should obey all parking regulations at all times.

Department vehicles should be parked in assigned stalls. Members shall not park privately owned vehicles in stalls assigned to department vehicles or in other areas of the parking lot that are not so designated unless authorized by a supervisor. Privately owned motorcycles shall be parked in designated areas.

703.4 DAMAGE, ABUSE AND MISUSE
When any department vehicle is involved in a traffic collision or otherwise incurs damage, the involved member shall promptly notify a supervisor. Any traffic collision report shall be filed with the agency having jurisdiction (see the Traffic Collision Reporting Policy).

Damage to any department vehicle that was not caused by a traffic collision shall be immediately reported during the shift in which the damage was discovered, documented in memorandum format and forwarded to their supervisor.
Cash Handling, Security and Management

704.1 PURPOSE AND SCOPE
This policy provides guidelines to ensure department members handle cash appropriately in the performance of their duties.

This policy does not address cash-handling issues specific to the Property and Evidence and Informants policies.

704.2 POLICY
It is the position of the Coast Community College District Police Department to properly handle and document cash transactions and to maintain accurate records of cash transactions in order to protect the integrity of department operations and ensure the public trust.

704.3 PETTY CASH FUNDS
The Chief of Police shall designate a staff member(s) as responsible for maintaining and managing the petty cash fund.

Each petty cash fund requires the creation and maintenance of an accurate and current transaction ledger and the filing of invoices, receipts, cash transfer forms and expense reports by the appropriate office staff members.

704.4 PETTY CASH TRANSACTIONS
The office staff shall document all transactions on the ledger and any other appropriate forms. Each person participating in the transaction shall sign or otherwise validate the ledger, attesting to the accuracy of the entry. Transactions should include the filing of an appropriate receipt, invoice or cash transfer form. Transactions that are not documented by a receipt, invoice or cash transfer form require an expense report.

704.5 PETTY CASH AUDITS
The primary office staff shall coordinate an audit with Fiscal Services no less than once every six months.

A separate audit of each petty cash fund should be completed on a random date, approximately once each year by the Chief of Police or the Community College District.

704.6 ROUTINE CASH HANDLING
Members who routinely accept payment for department services shall discharge those duties in accordance with the procedures established for those tasks.
Chapter 8 - Support Services
Front Counter

801.1 PURPOSE AND SCOPE
This policy establishes guidelines for the basic functions of Front Counter. It addresses the immediate information needs of the Department in the course of its normal daily activities and during emergencies.

801.2 POLICY
It is the policy of the Coast Community College District Police Department to provide 24-hour telephone service to the public for information and for routine or emergency assistance. The Department provides two-way radio capability providing continuous communication between Front Counter and department members in the field.

801.3 FRONT COUNTER SECURITY
The communications function is vital and central to all emergency service operations. The safety and security of Front Counter, its members and its equipment must be a high priority.

Access to Front Counter shall be limited to department members and campus staff or others with a specific business-related purpose.

801.4 RESPONSIBILITIES

801.5 CALL HANDLING
When a call for services is received, the dispatcher will reasonably and quickly attempt to determine whether the call is an emergency or non-emergency, and shall quickly ascertain the call type, location and priority by asking four key questions:

- Where?
- What?
- When?
- Who?

Dispatchers should be courteous, patient and respectful when dealing with the public.

801.5.1 EMERGENCY CALLS
A call is considered an emergency when there is an immediate or potential threat to life or serious property damage, and the timely arrival of public safety assistance is of the utmost importance. A person reporting an emergency should not be placed on hold until the dispatcher has obtained all necessary information to ensure the safety of the responding department members and affected individuals.

Emergency calls should be dispatched immediately.
801.5.2 NON-EMERGENCY CALLS
A call is considered a non-emergency call when there is no immediate or potential threat to life or property. A person reporting a non-emergency may be placed on hold, if necessary, to allow the dispatcher to handle a higher priority or emergency call.

The reporting person should be advised if there will be a delay in the dispatcher returning to the telephone line or when there will be a delay in the response for service.

801.6 RADIO COMMUNICATIONS
The police radio system is for official use only, to be used by dispatchers to communicate with department members in the field. All transmissions shall be professional and made in a calm, businesslike manner, using proper language and correct procedures. Such transmissions shall include, but are not limited to:

(a) Members acknowledging the dispatcher with their radio identification call signs and current location.
(b) Dispatchers acknowledging and responding promptly to all radio transmissions.
(c) Members keeping the dispatcher advised of their status and location.
(d) Member and dispatcher acknowledgements shall be concise and without further comment unless additional information is needed.

801.6.1 FEDERAL COMMUNICATIONS COMMISSION COMPLIANCE
Coast Community College District Police Department radio operations shall be conducted in accordance with Federal Communications Commission (FCC) procedures and requirements.

801.6.2 RADIO IDENTIFICATION
Radio call signs are assigned to department members based on factors such as duty assignment, uniformed patrol assignment and/or member identification number. Dispatchers shall identify themselves on the radio with the appropriate station name or number, and identify the department member by his/her call sign. Members should use their call signs when initiating communication with the dispatcher. The use of the call sign allows for a brief pause so that the dispatcher can acknowledge the appropriate department member. Members initiating communication with other law enforcement or support agencies shall use their entire radio call sign, which includes the department station name or number.

801.7 CONFIDENTIALITY
Information that becomes available through the Front Counter may be confidential or sensitive in nature. All members at the Front Counter shall treat information that becomes known to them as confidential and release that information in accordance within department guidelines.
Jeanne Clery Campus Security Act

809.1 PURPOSE AND SCOPE
The purpose of this policy is to establish guidelines to ensure this department fulfills its obligation in complying with the Jeanne Clery Disclosure of Campus Security Policy and Campus Crime Statistics Act (Clery Act) as well as applicable California Education Code requirements.

809.2 PROTOCOL
The Coast Community College District Police Department encourages accurate and prompt reporting of all crimes and takes all such reports seriously (20 USC § 1092(f)(1)(C)(iii)). Reports will be accepted in any manner, including in person or in writing, at any Coast Community College District Police Department facility. Reports will be accepted anonymously, by phone or via email or on the institution’s website.

It is the policy of the Coast Community College District Police Department to comply with the Clery Act. Compliance with the Clery Act requires a joint effort between the Coast Community College District Police Department and the administration of the institution.

Supervisors assigned areas of responsibility in the following policy sections are expected to be familiar with the subsections of 20 USC § 1092(f) and 34 CFR 668.46 that are relevant to their responsibilities.

809.3 PROTOCOL AND PROGRAM DEVELOPMENT
The Chief of Police will:

(a) Ensure that the Coast Community College District Police Department establishes procedures for immediate emergency response and evacuation, including the use of electronic and cellular communication and testing of these procedures (20 USC § 1092(f)(1)(J)(i); 20 USC § 1092(f)(1)(J)(iii)).

(b) Enter into written agreements as appropriate with local law enforcement agencies to (Education Code § 67381.1):

1. Identify roles in the investigation of alleged criminal offenses on campus (20 USC § 1092(f)(1)(C)(ii)).
   (a) This includes identification of the responsibilities for sexual assault, hate crimes and Part 1 violent crime investigations (e.g., willful homicide, forcible rape, robbery or aggravated assault as defined in the FBI’s Uniform Crime Reporting (UCR) Handbook), and establishing the specific geographical boundaries of each agency’s responsibility, including maps as necessary (Education Code § 67381).

2. Assist in the monitoring and reporting of criminal activity at off-campus student organizations that are recognized by the institution and engaged in by students attending the institution, including student organizations with off-campus housing facilities (20 USC § 1092(f)(1)(G)).
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3. Ensure coordination of emergency response and evacuation procedures, including procedures to immediately notify the campus community upon the confirmation of a significant emergency or dangerous situation (20 USC § 1092(f)(1)(J)).

4. Notify the Coast Community College District Police Department of criminal offenses reported to local law enforcement agencies to assist the institution in meeting its reporting requirements under the Clery Act (20 USC § 1092(f)(1)(F)).

5. Notify the Coast Community College District Police Department of criminal offenses reported to local law enforcement agencies to assist in making information available to the campus community in a timely manner and to aid in the prevention of similar crimes. Such disseminated information shall withhold the names of victims as confidential (20 USC § 1092(f)(3)).

(c) Appoint a designee to develop programs that are designed to inform students and employees about campus security procedures and practices, and to encourage students and employees to be responsible for their own security and the security of others (20 USC § 1092(f)(1)(D)).

(d) Appoint a designee to develop programs to inform students and employees about the prevention of crime (20 USC § 1092(f)(1)(E)).

(e) Appoint a designee to develop educational programs to promote the awareness of rape, acquaintance rape, domestic violence, dating violence, sexual assault and stalking, and what to do if an offense occurs, including but not limited to, who should be contacted, the importance of preserving evidence and to whom the alleged offense should be reported (20 USC § 1092(f)(8)(B)). The designee shall also develop written materials to be distributed to reporting persons that explains the rights and options provided for under 20 USC § 1092 (20 USC § 1092(f)(8)(C)).

(f) Appoint a designee to make the appropriate notifications to institution staff regarding missing person investigations in order to ensure that the institution complies with the requirements of 34 CFR 668.46(h).

809.3.1 ADDITIONAL REQUIREMENTS

The Chief of Police or the authorized designee will also (Education Code § 67386):

(a) Assist the institution with the development of policies and procedures relating to sexual assault, domestic violence, dating violence and stalking involving a student whether it occurred on- or off-campus including:

1. The differences between standards of proof and defenses in criminal investigations and administrative or disciplinary matters.

2. Victim-centered protocols including privacy protection, responses to reports, interviews, investigations, required notifications and participation by victim advocates and other supporting individuals.

(b) Assist, as appropriate, with trauma-informed training for campus personnel involved in investigating and adjudicating sexual assault, domestic violence, dating violence and stalking cases.
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(c) Assist, as appropriate, in the development of the institution’s comprehensive prevention and outreach programs addressing sexual violence, domestic violence, dating violence, and stalking.

(d) Ensure that any reported Part 1 violent crime, sexual assault or hate crime described in Penal Code § 422.55 (whether it occurred on- or off-campus), is reported as soon as practicable to any local law enforcement agency with investigation responsibilities pursuant to a written agreement with the Coast Community College District Police Department or the institution (Education Code § 67380).

1. The identification of the victim shall be withheld, unless the victim consents to being identified after being informed of the right to have his/her personally identifying information withheld. If the victim does not consent to being identified, then the alleged assailant shall not be identified unless the institution determines that the alleged assailant represents a serious or ongoing threat to the safety of the students, employees or the institution, and the immediate assistance of the Coast Community College District Police Department is necessary to contact or detain the assailant (Education Code § 67380).

2. If the institution discloses the identity of the alleged assailant to the Coast Community College District Police Department, the institution must immediately inform the victim of that disclosure (Education Code § 67380).

809.4 RECORDS COLLECTION AND RETENTION
The N/A is responsible for maintaining Coast Community College District Police Department statistics and making reasonable good-faith efforts to obtain statistics from other law enforcement agencies as necessary to allow the institution to comply with its reporting requirements under the Clery Act (20 USC § 1092(f)(1)(F)). The statistics shall be compiled as follows:

(a) Statistics concerning the occurrence of the following criminal offenses reported to this department or to local police agencies that occurred on campus, in or on non-campus buildings or property, and on public property including streets, sidewalks and parking facilities within the campus or immediately adjacent to and accessible from the campus (20 USC § 1092(f)(1)(F)(i); 34 CFR 668.46(c)):

1. Murder
2. Sex offenses, forcible or non-forcible
3. Robbery
4. Aggravated assault
5. Burglary
6. Motor vehicle theft
7. Manslaughter
8. Arson
9. Arrests or persons referred for campus disciplinary action for liquor law violations, drug-related violations and weapons possession
10. Dating violence, domestic violence and stalking

(b) Statistics concerning the crimes described in the section above, theft, simple assault, intimidation, destruction, damage or vandalism of property, and other crimes involving bodily injury to any person where the victim was intentionally selected because of his/her actual or perceived race, sex, religion, gender, gender identity, sexual orientation, ethnicity or disability. These statistics should be collected and reported according to the category of prejudice (20 USC § 1092(f)(1)(F)(ii); 34 CFR 668.46(c)).

1. The statistics shall be compiled using the definitions in the FBI’s UCR system and modifications made pursuant to the Hate Crime Statistics Act (20 USC § 1092(f)(7); 34 CFR 668.46(c)(9)). For the offenses of domestic violence, dating violence and stalking, such statistics shall be compiled in accordance with the definitions used in the Violence Against Women Act (20 USC § 1092(f)(7); 34 USC § 12291; 34 CFR 668.46(a)). The statistics will be categorized separately as offenses that occur in the following places (20 USC § 1092(f)(12); 34 CFR 668.46(c)(5)):

(a) On campus.
(b) In or on a non-campus building or property.
(c) On public property.
(d) In dormitories or other on-campus, residential or student facilities.

(c) Statistics will be included by the calendar year in which the crime was reported to the Coast Community College District Police Department (34 CFR 668.46(c)(3)).

(d) Stalking offenses will include a statistic for each year in which the stalking conduct is reported and will be recorded as occurring either at the first location where the stalking occurred or the location where the victim became aware of the conduct (34 CFR 668.46(c)(6)).

(e) Statistics will include the three most recent calendar years (20 USC § 1092(f)(1)(F); 34 CFR 668.46(c)).

(f) The statistics shall not identify victims of crimes or persons accused of crimes (20 USC § 1092(f)(7)).

809.4.1 COMPILING RECORDS FOR DISCLOSURE REQUIREMENTS
The Director of Public Safety is also responsible for compiling the following to allow the institution to comply with its disclosure requirements under Education Code § 67380:

(a) All occurrences reported to the college and all arrests for crimes that are committed on campus that involve violence, hate violence, theft, destruction of property, illegal drugs, or alcohol intoxication.

(b) All occurrences of noncriminal acts of hate violence reported to the college for which a written report is prepared.
809.4.2 CRIME LOG
The Director of Public Safety or designee is responsible for ensuring a daily crime log is created and maintained as follows (20 USC § 1092(f)(4); 34 CFR 668.46(f)):

(a) The daily crime log will record all crimes reported to the college, including the nature, date, time and general location of each crime, and the disposition, if known.

(b) All log entries shall be made within two business days of the initial report being made to the Department.

(c) If new information about an entry becomes available, then the new information shall be recorded in the log not later than two business days after the information becomes available to the police department or security department.

(d) The daily crime log for the most recent 60-day period shall be open to the public for inspection at all times during normal business hours. Any portion of the log that is older than 60 days must be made available within two business days of a request for public inspection. Information in the log is not required to be disclosed when:

1. Disclosure of the information is prohibited by law.
2. Disclosure would jeopardize the confidentiality of the victim.
3. There is clear and convincing evidence that the release of such information would jeopardize an ongoing criminal investigation or the safety of an individual, may cause a suspect to flee or evade detection, or could result in the destruction of evidence. In any of these cases, the information may be withheld until that damage is no longer likely to occur from the release of such information.

809.5 INFORMATION DISSEMINATION
It is the responsibility of the College Director of Public Safety to ensure that the required Clery Act disclosures are properly forwarded to campus administration and community members in accordance with institution procedures. This includes:

(a) Procedures for providing emergency notification of crimes or other incidents and evacuations that might represent an imminent threat to the safety of students or employees (20 USC § 1092(f)(3); 34 CFR 668.46(e); 34 CFR 668.46 (g)).

(b) Procedures for notifying the campus community about crimes considered to be a threat to other students and employees in order to aid in the prevention of similar crimes. Such disseminated information shall withhold the names of victims as confidential (20 USC § 1092(f)(3)).

(c) Information necessary for the institution to prepare its annual security report (20 USC § 1092(f)(1); 34 CFR 668.46(b)). This report will include, but is not limited to:

1. Crime statistics and the policies for preparing the crime statistics.
2. Crime and emergency reporting procedures, including the responses to such reports.
3. Policies concerning security of and access to campus facilities.
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4. Crime, dating violence, domestic violence, sexual assault and stalking awareness and prevention programs, including
   (a) Procedures victims should follow.
   (b) Procedures for protecting the confidentiality of victims and other necessary parties.
5. Enforcement policies related to alcohol and illegal drugs.
6. Locations where the campus community can obtain information about registered sex offenders.
8. Missing student notification procedures.
9. Information addressing the jurisdiction and authority of campus security including any working relationships and agreements between campus security personnel and both state and local law enforcement agencies.
Chapter 9 - Personnel
Employee Speech, Expression and Social Networking

930.1 PURPOSE AND SCOPE
This policy is intended to address issues associated with employee use of social networking sites and to provide guidelines for the regulation and balancing of employee speech and expression with the needs of the Department.

Nothing in this policy is intended to prohibit or infringe upon any communication, speech or expression that is protected or privileged under law. This includes speech and expression protected under state or federal constitutions as well as labor or other applicable laws. For example, this policy does not limit an employee from speaking as a private citizen, including acting as an authorized member of a recognized bargaining unit or public safety officer associations, about matters of public concern, such as misconduct or corruption.

Employees are encouraged to consult with their supervisor regarding any questions arising from the application or potential application of this policy.

930.1.1 APPLICABILITY
This policy applies to all forms of communication including but not limited to film, video, print media, public or private speech, use of all internet services, including the World Wide Web, e-mail, file transfer, remote computer access, news services, social networking, social media, instant messaging, blogs, forums, video, and other file-sharing sites.

930.2 POLICY
Public employees occupy a trusted position in the community, and thus, their statements have the potential to contravene the policies and performance of this department. Due to the nature of the work and influence associated with the law enforcement profession, it is necessary that employees of this department be subject to certain reasonable limitations on their speech and expression. To achieve its mission and efficiently provide service to the public, the Coast Community College District Police Department will carefully balance the individual employee’s rights against the Department’s needs and interests when exercising a reasonable degree of control over its employees’ speech and expression.

930.3 SAFETY
Employees should consider carefully the implications of their speech or any other form of expression when using the internet. Speech and expression that may negatively affect the safety of the Coast Community College District Police Department employees, such as posting personal information in a public forum, can result in compromising an employee’s home address or family ties. Employees should therefore not disseminate or post any information on any forum or medium that could reasonably be anticipated to compromise the safety of any employee, an employee’s
family, or associates. Examples of the type of information that could reasonably be expected to compromise safety include:

- Disclosing a photograph and name or address of a public safety officer who is working undercover.
- Disclosing the address of a fellow public safety officer.
- Otherwise disclosing where another public safety officer can be located off-duty.

930.4 PROHIBITED SPEECH, EXPRESSION AND CONDUCT
To meet the department’s safety, performance and public-trust needs, the following are prohibited unless the speech is otherwise protected (for example, an employee speaking as a private citizen, including acting as an authorized member of a recognized bargaining unit or public safety officer associations, on a matter of public concern):

(a) Speech or expression made pursuant to an official duty that tends to compromise or damage the mission, function, reputation or professionalism of the Coast Community College District Police Department or its employees.

(b) Speech or expression that, while not made pursuant to an official duty, is significantly linked to, or related to, the Coast Community College District Police Department and tends to compromise or damage the mission, function, reputation or professionalism of the Coast Community College District Police Department or its employees. Examples may include:

   1. Statements that indicate disregard for the law or the state or U.S. Constitution.
   2. Expression that demonstrates support for criminal activity.
   3. Participating in sexually explicit photographs or videos for compensation or distribution.

(c) Speech or expression that could reasonably be foreseen as having a negative impact on the credibility of the employee as a witness. For example, posting statements or expressions to a website that glorify or endorse dishonesty, unlawful discrimination or illegal behavior.

(d) Speech or expression of any form that could reasonably be foreseen as having a negative impact on the safety of the employees of the Department. For example, a statement on a blog that provides specific details as to how and when prisoner transportations are made could reasonably be foreseen as potentially jeopardizing employees by informing criminals of details that could facilitate an escape or attempted escape.

(e) Speech or expression that is contrary to the canons of the Law Enforcement Code of Ethics as adopted by the Coast Community College District Police Department.
(f) Use or disclosure, through whatever means, of any information, photograph, video or other recording obtained or accessible as a result of employment with the Department for financial or personal gain, or any disclosure of such materials without the express authorization of the Chief of Police or the authorized designee.

(g) Posting, transmitting or disseminating any photographs, video or audio recordings, likenesses or images of department logos, emblems, uniforms, badges, patches, marked vehicles, equipment or other material that specifically identifies the Coast Community College District Police Department on any personal or social networking or other website or web page, without the express authorization of the Chief of Police.

(h) Accessing websites for non-authorized purposes, or use of any personal communication device, game device or media device, whether personally or department-owned, for personal purposes while on-duty, except in the following circumstances:

1. When brief personal communication may be warranted by the circumstances (e.g., inform family of extended hours).

2. During authorized breaks such usage should be limited as much as practicable to areas out of sight and sound of the public and shall not be disruptive to the work environment.

Employees must take reasonable and prompt action to remove any content, including content posted by others, that is in violation of this policy from any web page or website maintained by the employee (e.g., social or personal website).

930.4.1 UNAUTHORIZED ENDORSEMENTS AND ADVERTISEMENTS
While employees are not restricted from engaging in the following activities as private citizens or as authorized members of a recognized bargaining unit or public safety officer associations, employees may not represent the Coast Community College District Police Department or identify themselves in any way that could be reasonably perceived as representing the Coast Community College District Police Department in order to do any of the following, unless specifically authorized by the Chief of Police (Government Code § 3206; Government Code § 3302):

(a) Endorse, support, oppose or contradict any political campaign or initiative.

(b) Endorse, support, oppose or contradict any social issue, cause or religion.

(c) Endorse, support or oppose any product, service, company or other commercial entity.

(d) Appear in any commercial, social or nonprofit publication or any motion picture, film, video, public broadcast or on any website.

Additionally, when it can reasonably be construed that an employee, acting in his/her individual capacity or through an outside group or organization (e.g., bargaining group or public safety officer associations), is affiliated with this department, the employee shall give a specific disclaiming
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statement that any such speech or expression is not representative of the Coast Community College District Police Department.

Employees retain their right to vote as they choose, to support candidates of their choice and to express their opinions as private citizens, including as authorized members of a recognized bargaining unit or public safety officer associations, on political subjects and candidates at all times while off-duty.

However, employees may not use their official authority or influence to interfere with or affect the result of an election or a nomination for office. Employees are also prohibited from directly or indirectly using their official authority to coerce, command or advise another employee to pay, lend or contribute anything of value to a party, committee, organization, agency or person for political purposes (5 USC § 1502).

930.5 PRIVACY EXPECTATION
Employees forfeit any expectation of privacy with regard to e-mails, texts, or anything published or maintained through file-sharing software or any internet site (e.g., Facebook) that is accessed, transmitted, received, or reviewed on any department technology system (see the Information Technology Use Policy for additional guidance).

The Department shall not require an employee to disclose a personal user name or password for accessing personal social media or to open a personal social website; however, the Department may request access when it is reasonably believed to be relevant to the investigation of allegations of work-related misconduct (Labor Code § 980).

930.6 CONSIDERATIONS
In determining whether to grant authorization of any speech or conduct that is prohibited under this policy, the factors that the Chief of Police or authorized designee should consider include:

(a) Whether the speech or conduct would negatively affect the efficiency of delivering public services.
(b) Whether the speech or conduct would be contrary to the good order of the Department or the efficiency or morale of its members.
(c) Whether the speech or conduct would reflect unfavorably upon the Department.
(d) Whether the speech or conduct would negatively affect the member’s appearance of impartiality in the performance of his/her duties.
(e) Whether similar speech or conduct has been previously authorized.
(f) Whether the speech or conduct may be protected and outweighs any interest of the Department.
930.7 TRAINING
Subject to available resources, the Department should provide training regarding employee speech and the use of social networking to all members of the Department.
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